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Software as a Service and Spectrum Lease Agreement 

 
between 

 
City of Fort Lauderdale, FL  

 (“Customer” or “City”) 
 

and  
Sensus USA Inc. 

 (“Sensus” or “Contractor”) 
 

IN WITNESS WHEREOF, the parties have caused this Software as a Service and Spectrum Lease (“Agreement”) to be executed by their duly authorized representatives as 
of the day and year written below. The date of the last party to sign is the “Effective Date.”   
 
This Agreement shall commence on the Effective Date and continue for/until: 5 Years (“Initial Term”). At the end of the Initial Term, this Agreement shall automatically renew 
for an additional term of 5 years (“Renewal Term”).  The “Term” shall refer to both the Initial Term and the Renewal Term.  
 
This Agreement contains two parts: Part (1) is The FCC Notification for Spectrum Manager Lease, to be filed with the FCC by Sensus on behalf of the Customer and Part 
(2) is a Master Products and Services Agreement between Sensus and Customer. Together, these two parts create the Agreement.   

 
 

Part 1 Notice of Spectrum Manager Lease 
Part 2 Software as a Service Agreement 
Exhibit A Software 
Exhibit B Technical Support 
Exhibit C Go-Aigua End User License Agreement 
 
 
 
 

 
 
 
 
 
 
 
 
 

[Signature pages follow.]  

Contents of this Agreement:  
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IN WITNESS OF THE FOREGOING, the parties have set their hands and seals the day and year set forth below: 
 
 

CITY  

 
    CITY OF FORT LAUDERDALE,  
    a Florida municipal corporation  
 
 
 
 
                                     By: ________________________________  
                                      SUSAN GRANT 
      Acting City Manager 
 
 
    Date: ______________________________ 
 
     
    ATTEST:  
 
 
 
 
    By: ______________________________ 
     DAVID R. SOLOMAN 
         City Clerk  
 
 
 
 
 
    Approved as to Legal Form and Correctness: 
    Thomas J. Ansbro, City Attorney 
 
 
 
 
    By:_____________________________ 

            RHONDA MONTOYA HASAN 
Senior Assistant City Attorney 
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CONTRACTOR 

           

 WITNESSES: SENSUS USA INC., a Delaware corporation authorized to do business in the State 
 of Florida corporation 

 

 

____________________________________________  By:__________________________________________ 

Print Name:___________________________________     Print Name____________________________________ 

  Title:_________________________________________   

    

                                                              ATTEST: 

 ____________________________________________ 

Print Name: ___________________________________                                                          

  By:__________________________________________ 

         Secretary 

 
(CORPORATE SEAL)                                        
                               

          STATE OF ___________:  
    
          COUNTY OF _________: 
 

 
The foregoing instrument was acknowledged before me by means of  physical presence or            online notarization, this  _____ day of ______, 2024, by 
_______________________, (NAME OF AUTHORIZED OFFICER) as _________________ (TITLE OF AUTHORIZED OFFICER), for _________________ (NAME OF 
COMPANY), a Delaware corporation authorized to do business in the State of Florida. 
 
 
  
     (Signature of Notary Public - State of _______________________________) 
  
 
 
 

(Print, Type, or Stamp Commissioned Name of Notary Public) 
 

 
Personally Known______ OR Produced Identification______   
Type of Identification Produced: _______________________ 
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Part 1: Notification for Spectrum Manager Lease 

In order for Sensus to apply to the FCC on the Customer’s behalf for a spectrum manager lease, Customer must complete the information below in boxes one (1) through 
ten (10) and certify via authorized signature.  Customer’s signature will indicate that Customer authorizes Sensus to file the spectrum manager lease notification on FCC 
Form 608 with the Customer as spectrum Lessee, and if Customer does not already have one, ownership disclosure information on FCC Form 602.   
1.  

 
Customer/Lessee Name:       

Attention To:       Name of Real Party in Interest:      

Street Address:       City:      

State:        Zip:       Phone:      

Fax:       Email:      

Is Customer contact information same as above? Yes  No  (If No, complete box 2 below) 
2.  
Additional Customer/Lessee Contact Information  

 
Company Name:       
Attention To:       

Street Address:       City:       

State:       Zip:       Phone:       

Fax:       Email:       

3.  
Customer/Lessee is a(n) (Select one): Individual  ǀ Unincorporated Association ǀ Trust 

Government Entity  ǀ Corporation ǀ Limited Liability Company ǀ General Partnership 
Limited Partnership ǀ Limited Liability Partnership ǀ Consortium    ǀ Other __________ 

4. 
FCC Form 602: FCC File Number of Customer’s Form 602 Ownership Information: __________.  If Customer has not filed a Form 602, Sensus will file one for 
Customer.  Please complete questions 5, 6, and 7 below if Customer does not have a Form 602 on file.   
Customer must complete items 8, 9 and 10 irrespective of whether Customer has an ownership report on file. 

5. 

Customer Tax ID:      

6. 
Individual Contact For FCC Matters 

Please designate one individual (the Director of Public Works or similar person) who is responsible to the FCC for the operation of the FlexNet radio system.    

Name           

Title:                                  

Email:                                      Phone:                                            

7. 
Ownership Disclosure Information 

If Customer/Lessee is a government entity, list the names of the Mayor and all Council Members below, as well as verify citizenship and ownership interests in 
any entity regulated by the FCC.  Such ownership must be disclosed where a mayor/council member owns 10% or more, directly or indirectly, or has operating 
control of any entity subject to FCC regulation. If any answer to Ownership question is Yes, or any answer to Citizenship question is No, provide an attachment 
with further explanation.   

 US Citizen? Ownership Disclosure? 
Mayor: 

Yes No Yes No 

Council Member: 
Yes No Yes No 

Council Member: 
Yes No Yes No 
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Council Member: 
Yes No Yes No 

Council Member: 
Yes No Yes No 

Council Member: 
Yes No Yes No 

Council Member: 
Yes No Yes No 

Council Member: 
Yes No Yes No 

Council Member: 
Yes No Yes No 

Council Member: 
Yes No Yes No 

8. 
Alien Ownership Questions (if the answer is Yes, provide an attachment explaining the circumstances) 

1) Is the Customer/Lessee a foreign government or the representative of any foreign government? Yes No  
9. 
Basic Qualification Information 

1) Has the Customer or any party to this application had any FCC station authorization, license, or construction permit 
revoked or had any application for an initial, modification or renewal of FCC station authorization, license or construction 
permit denied by the Commission? 

Yes No 

2) Has the Customer or any party to this filing, or any party directly or indirectly controlling the Customer or any party to 
this filing ever been convicted of a felony by any state or federal court? Yes No 

3) Has any court finally adjudged the Customer or any party directly or indirectly controlling the Customer guilty of 
unlawfully monopolizing or attempting to unlawfully monopolize radio communication, directly or indirectly, through control 
of manufacture or sale of radio apparatus, exclusive traffic arrangement, or any other means or unfair methods of 
competition? 

Yes No 

10. 
Customer/Lessee Certification Statements 

1) The Customer/Lessee agrees that the Lease is not a sale or transfer of the license itself. Yes 
2) The Customer/Lessee acknowledges that it is required to comply with the Commission’s Rules and Regulations and 
other applicable law at all times, and if the Customer/Lessee fails to so comply, the Lease may be revoked, cancelled, or 
terminated by either the Licensee or the Commission. 

Yes 

3) The Customer/Lessee certifies that neither it nor any other party to the Application/Notification is subject to a denial of 
Federal benefits pursuant to Section 5301 of the Anti-Drug Abuse Act of 1988, 21 U.S.C § 862, because of a conviction 
for possession or distribution of a controlled substance (See Section 1.2002(b) of the rules, 47 CFR § 1.2002(b), for the 
definition of “party to the application” as used in this certification.) 

Yes 

4) The Customer/Lessee hereby accepts Commission oversight and enforcement consistent with the license and lease 
authorization.  The Lessee acknowledges that it must cooperate fully with any investigation or inquiry conducted either by 
the Commission or the Licensee, allow the Commission or the Licensee to conduct on-site inspections of transmission 
facilities, and suspend operations at the direction of the Commission or the Licensee and to the extent that such 
suspension of operation would be consistent with applicable Commission policies.   

Yes 

5) The Customer/Lessee acknowledges that in the event an authorization held by a Licensee that has associated with it a 
spectrum leasing arrangement that is the subject of this filing is revoked, cancelled, terminated, or otherwise ceases to be 
in effect, the Customer/Lessee will have no continuing authority to use the leased spectrum and will be required to 
terminate its operations no later than the date on which the Licensee ceases to have any authority to operate under the 
license, unless otherwise authorized by the Commission. 

Yes 

6) The Customer/Lessee agrees the Lease shall not be assigned to any entity that is not eligible or qualified to enter into a 
spectrum leasing arrangement under the Commission’s Rules and Regulations. Yes 

7)The Customer/Lessee waives any claim to the use of any particular frequency or of the electromagnetic spectrum as 
against the regulatory power of the United States because of the previous use of the same, whether by spectrum lease or 
otherwise.   

Yes 

8) The Customer/Lessee certifies that it is not in default on any payment for Commission licenses and that it is not 
delinquent on any non-tax debt owed to any federal agency.   Yes 

The Customer/Lessee certifies that all of its statements made in this Application/Notification and in the schedules, exhibits, attachments, or 
documents incorporated by reference are material, are part of this Application/Notification, and are true, complete, correct, and made in good faith.  
The Customer/Lessee shall notify Sensus in writing in the event any information supplied on this form changes.   

City of Fort Lauderdale, FL AMI Agreement  

By: {{Sig_es_:signer1:signature}} Title: {{Sig_es_:signer1:title}} 

Name: {{Sig_es_:signer1:fullname}} Date: {{Dte_es_:signer1:date}} 

FAILURE TO SIGN THIS APPLICATION MAY RESULT IN DISMISSAL OF THE APPLICATION AND FORFEITURE OF ANY FEES PAID. 
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WILLFUL FALSE STATEMENTS MADE ON THIS FORM OR ANY ATTACHMENTS ARE PUNISHABLE BY FINE AND/OR IMPRISONMENT (U.S. Code, Title 18, Section 1001) AND/OR REVOCATION OF 
ANY STATION LICENSE OR CONSTRUCTION PERMIT (U.S. Code, Title 47, Section 312(a)(1)) AND/OR FORFEITURE (U.S. Code Title 47, Section 503). 

Part 2:  Software as a Service Agreement  
1. General 

A. Agreement Generally. The scope of this Agreement includes usage terms for Sensus’ hosted Software solution, leased spectrum, technical support, and 
supporting terms and conditions for an advanced metering infrastructure solution that Customer will purchase from Sensus’ authorized distributor.  Customer is 
not paying Sensus directly for the services provided by Sensus under the Agreement; rather, Customer shall pay Sensus’ authorized distributor, Core and Main 
Inc. (“CM”), pursuant to a separate agreement between Customer and CM. 

2. Software. 
A. Software as a Service (SaaS). Sensus shall provide Customer with Software as a Service, as defined in Exhibit A, only so long as Customer is current in its 

payments for such services. 
B. UCITA. To the maximum extent permitted by law, the parties agree that the Uniform Computer Information Transaction Act as enacted by any state shall not 

apply, in whole or in part, to this Agreement. 
3. Spectrum 

A. Definitions in this Section 3.  In this Section 3 only, “Sensus” shall mean Sensus USA Inc. and its wholly owned subsidiary, Sensus Spectrum LLC. 
B. Spectrum Lease.  Sensus hereby grants to Customer, and Customer accepts, a spectrum manager lease (“Spectrum Lease”) over the frequencies of certain 

FCC license(s) (“FCC License”) solely within Customer’s Service Territory.  (The frequencies of the FCC License within Customer’s geographic Service Territory 
are called the “Leased Spectrum”).  Customer shall pay the Ongoing Fees for use of the Leased Spectrum. 

C. FCC Forms.  At the Federal Communications Commission (“FCC”), Sensus will; (1) obtain an FCC Registration Number (“FRN”)) for Customer; (2) submit on 
behalf of Customer the FCC Form 602 Ownership Disclosure Information if Customer has not already done so; and (3) file an FCC Form 608, 
notification/application for long-term spectrum manager lease. This Lease becomes effective when the FCC accepts the FCC Form 608.     

D. Lease Application.  In order to complete the FCC lease application, Customer will promptly:  
i. Complete and sign the representations in Part 1 of this Agreement such that Customer demonstrates it qualifies for a spectrum lease under FCC 

rules. Customer’s signature will indicate that Customer authorizes Sensus to; (1) obtain an FRN on behalf of Customer; (2) submit the FCC Form 
602 Ownership Disclosure Information on behalf of Customer if Customer has not already done so; and (3) file the spectrum manager lease 
notification on FCC Form 608 with the Customer as spectrum lessee. 

ii. Give Sensus the coordinates of the boundaries of Customer’s Service Territory or, alternatively, approve Sensus’ estimation of the same. 
iii. If Customer has not already done so; Customer hereby authorizes Sensus to apply on Customer’s behalf and obtain for Customer a Federal 

Registration Number (FRN, the FCC’s unique identifier for each licensee) and shall supply Sensus with Customer’s Taxpayer Identification Number 
(“TIN”). 

iv. Provide any other information or other cooperation reasonably necessary for the parties to perform as set forth herein. 
E. Permitted Use of Spectrum Lease and Equipment.  Customer may transmit or receive over the Leased Spectrum only in the Service Territory and only using 

FlexNet equipment manufactured by Sensus and used in accordance with Sensus’ specifications.  Customer may use the Leased Spectrum only to read and 
direct Field Devices or any other operation approved by Sensus or Sensus authorized reseller or user in writing.  Without limiting the foregoing, Customer is 
prohibited from reselling, subleasing or sublicensing the FlexNet Equipment and Leased Spectrum, and from transmitting voice communications over the Leased 
Spectrum.  For each piece of RF Field Equipment used by Customer, Customer shall affix a Sensus-supplied label to the exterior of the RF Field Equipment 
cabinet or other appropriate visible place to indicate that RF operation is conducted under authority of FCC License(s) issued to Sensus. 

F. Term of Spectrum Lease. Unless terminated earlier (because, for example, Customer stops using the FlexNet equipment or because this Agreement terminates 
or expires for any reason), this Spectrum Lease will have the same term as the FCC license.  If Customer is operating in compliance with this Agreement and is 
current on any payments owed to Sensus, when the FCC License renews, the parties will apply to the FCC to renew this Spectrum Lease. 

G. Termination of Spectrum Lease.  The Spectrum Lease will terminate: (a) two months after Customer stops transmitting with FlexNet equipment manufactured 
by Sensus; (b) upon termination, revocation or expiration of the FCC License; (c) upon Customer’s breach of this Agreement; or (d) upon termination or expiration 
of this Agreement for any reason. 

H. FCC Compliance.  The following FCC requirements apply  
i. Pursuant to 47 CFR 1.9040(a); 

a. Customer must comply at all times with applicable FCC rules.  This Agreement may be revoked by Sensus or the FCC if Customer fails to so 
comply; 

b. If the FCC License is terminated, Customer has no continuing right to use the Leased Spectrum unless otherwise authorized by the FCC; 
c. This Agreement is not an assignment, sale or other transfer of the FCC License; 
d. This Agreement may not be assigned except upon written consent of Sensus, which consent may be withheld in its discretion; and 
e. In any event, Sensus will not consent to an assignment that does not satisfy FCC rules. 

ii. Referencing 47 CFR 1.9010, Sensus retains de jure and de facto control over the applicable radio facilities, including that, 
a. Sensus will be responsible for Customer’s compliance with FCC policies and rules.  Sensus is responsible for engineering the FlexNet 

equipment and accompanying software and other programs to comply with FCC rules. Customer will operate the FlexNet equipment subject 
to Sensus’ supervision and control and solely in accordance with Sensus’ specifications.  Sensus retains the right to inspect Customer’s radio 
operations hereunder and to terminate this Agreement or take any other necessary steps to resolve a violation of FCC rules, including to order 
Customer to cease transmission.  Sensus will act as spectrum manager in assigning spectrum under the FCC License so as to avoid any 
harmful interference or other violation of FCC rules.  Sensus will be responsible for resolving any interference complaints or other FCC rule 
violations that may arise; and 

b. Sensus will file any necessary FCC forms or applications and Customer agrees to reasonably assist Sensus with such filing by providing any 
necessary information or other cooperation.  Sensus will otherwise interact with the FCC with respect to this Agreement, the FCC License or 
FlexNet equipment. 

iii. Customer must continue operations on the spectrum during the Term of this Agreement.  If Customer stops operations for any period of time, Customer 
must notify Sensus by sending an email to legal@xyleminc.com.  Customer may not pause or discontinue operations for more than 180 days. 

I. Interference.  Customer agrees to report to Sensus promptly, and in no event later than 72 hours afterward, any incident related to the Leased Spectrum, 
including where Customer experiences harmful interference, receives a complaint or other notice of having caused harmful interference, or receives any type of 
communication from the FCC or other government agency regarding radio transmission. 
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4. Equipment. 
A. Purchase of Equipment. Customer shall purchase all Field Devices, RF Field Equipment, and other goods (collectively, “Equipment”) from Sensus’ authorized 

distributor pursuant to the terms and conditions (including any warranties on such Equipment) agreed by Customer and Sensus’ authorized distributor.  This 
Agreement shall not affect any terms and conditions, including any warranty terms, agreed by Customer and Sensus’ authorized distributor.   

B. THERE ARE NO WARRANTIES IN THIS AGREEMENT, EXPRESS OR IMPLIED.  SENSUS EXPRESSLY DISCLAIMS ANY AND ALL REPRESENTATIONS, 
WARRANTIES AND/OR CONDITIONS, EXPRESSED, IMPLIED, STATUTORY OR OTHERWISE, REGARDING ANY MATTER IN CONNECTION WITH THIS 
AGREEMENT, INCLUDING WITHOUT LIMITATION, WARRANTIES AS TO FITNESS FOR A PARTICULAR PURPOSE, MERCHANTABILITY, NON-
INFRINGEMENT AND TITLE. 

5. Services.  
A. Installation of Equipment. Installation services for Field Devices, other goods, and RF Field Equipment will be as agreed between the Customer and Sensus’ 

authorized distributor.  Sensus will not provide installation services pursuant to this Agreement. 
B. Technical Support.  Sensus shall provide Customer the technical support set forth in Exhibit B. 
C. Project Management. CM will provide project management services to the City of Fort Lauderdale per Agreement 12738-1035 (Advanced Metering 

Infrastructure).   
D. Training.  Sensus and CM will provide Customer with training on the use of the FlexNet System.   

6. General Terms and Conditions. 
A. Infringement Indemnity.  Sensus shall indemnify and hold harmless Customer from and against any judgment by a court of competent jurisdiction or settlement 

reached from any litigation instituted against Customer in the United States by a third party which alleges that the FlexNet System provided hereunder infringes 
upon the patents or copyrights of such third party, provided that Sensus shall have the right to select counsel in such proceedings and control such proceedings.  
Notwithstanding the foregoing, Sensus shall have no liability under this indemnity unless Customer cooperates with and assists Sensus in any such proceedings 
and gives Sensus written notice of any claim hereunder within fourteen (14) days of receiving it.  Further, Sensus shall have no liability hereunder if such claim 
is related to; (i) any change, modification or alteration made to the FlexNet System by Customer  or a third party, (ii) use of the FlexNet System in combination 
with any goods or services not provided by Sensus hereunder, (iii) Customer’s failure to use the most recent version of the Software or to otherwise take any 
corrective action as reasonably directed by Sensus, (iv) compliance by Sensus with any designs, specifications or instructions provided by Customer or 
compliance by Sensus with an industry standard, or (v) any use of the FlexNet System other than for the Permitted Use.  In the event the FlexNet System is 
adjudicated to infringe a patent or copyright of a third party and its use is enjoined, or, if in the reasonable opinion of Sensus, the FlexNet System is likely to 
become the subject of an infringement claim, Sensus, at its sole discretion and expense, may; (i) procure for Customer the right to continue using the FlexNet 
System or (ii) modify or replace the FlexNet System so that it becomes non-infringing.  THIS SECTION STATES CUSTOMER’S SOLE AND EXCLUSIVE 
REMEDY AND SENSUS’ ENTIRE LIABILITY FOR ANY CLAIM OF INFRINGEMENT. 

B. Limitation of Liability. Sensus’ aggregate liability in any and all causes of action arising under, out of or in relation to this Agreement, its negotiation, 
performance, breach or termination (collectively “Causes of Action”) shall not exceed the greater of; (a) the total amount paid by Customer directly to Sensus 
under this Agreement; or (b) ten thousand US dollars (USD 10,000.00).  This is so whether the Causes of Action are in tort, including, without limitation, negligence 
or strict liability, in contract, under statute or otherwise.  As separate and independent limitations on liability, Sensus’ liability shall be limited to direct damages.  
Sensus shall not be liable for; (i) any indirect, incidental, special or consequential damages; nor (ii) any revenue or profits lost by Customer or its Affiliates from 
any End User(s), irrespective whether such lost revenue or profits is categorized as direct damages or otherwise; nor (iii) any In/Out Costs; nor (v) damages 
arising from maincase or bottom plate breakage caused by freezing temperatures, water hammer conditions, or excessive water pressure. The limitations on 
liability set forth in this Agreement are fundamental inducements to Sensus entering into this Agreement.  They apply unconditionally and in all respects.  They 
are to be interpreted broadly so as to give Sensus the maximum protection permitted under law. 

C. Termination.  Either party may terminate this Agreement earlier if the other party commits a material breach of this Agreement and such material breach is not 
cured within forty-five (45) days of written notice by the other party. Upon any expiration or termination of this Agreement, Sensus’ and Customer’s obligations 
hereunder shall cease and the software as a service and Spectrum Lease shall immediately cease. 

D. Non-Appropriation of Funds. In the event the Customer is not granted an appropriation of funds at any time during the Term and operating funds are not 
otherwise available to the Customer to make the payments due under this Agreement, Customer may to terminate the Agreement by giving Sensus sixty (60) 
days’ prior written notice.  Such notice, once delivered to Sensus, is irrevocable. Customer acknowledges that; (a) Customer shall pay all applicable fees, 
including any unpaid Software as a Service fees due in the current calendar year plus a five thousand USD ($5,000) early termination fee, and (b) Sensus’ and 
Customer’s obligations hereunder shall cease.  

E. Force Majeure.  If either party becomes unable, either wholly or in part, by an event of Force Majeure, to fulfill its obligations under this Agreement, the obligations 
affected by the event of Force Majeure will be suspended during the continuance of that inability.  The party affected by the force majeure will take reasonable 
steps to mitigate the Force Majeure. 

F. Intellectual Property Rights. 
i. Software and Materials.  No Intellectual Property is assigned to Customer hereunder. Excluding Customer Data, Sensus shall own or continue to own all 

right, title, and interest in and to the Intellectual Property associated with the Software and related documentation, including any derivations and/or 
derivative works (the “Sensus IP”).  To the extent, if any, that any ownership interest in and to such Sensus IP does not automatically vest in Sensus by 
virtue of this Agreement or otherwise, and instead vests in Customer, Customer agrees to grant and assign and hereby does grant and assign to Sensus 
all right, title, and interest that Customer may have in and to such Sensus IP. Customer agrees not to reverse engineer any Sensus Products purchased 
or provided hereunder. 

ii. Customer Data.  Notwithstanding the prior paragraph, as between Customer and Sensus, Customer remains the owner of all right, title or interest in or to 
any Customer Data.  “Customer Data” means solely usage data collected by the Field Devices.  To avoid doubt, Customer Data does not include non-End 
User usage data collected by the Field Devices, Software, or FlexNet System, such as network and equipment status information or the like.   

iii. Consent to Use of Customer Data.  Customer hereby irrevocably grants to Sensus a royalty-free, non-exclusive, irrevocable right and license to access, 
store, and use such Customer Data and any other data or information provided to Sensus, to (1) provide the Service; (2) analyze and improve the Service; 
(3) analyze and improve any Sensus equipment or software; or (4) for any other internal use.  As used herein, “Service” means Sensus' obligations under 

CAM #24-0215 
Exhibit 5 

Page 7 of 28



 
 
 

 │Page 8 of 28 
 
 
 

this Agreement. 
iv. Access to Customer Data.  Within 45 days of Customer’s written request, Sensus will provide Customer a copy of the previous 24 months CMEP interval 

file and deliver the file to a drop location specified by Customer. 
G. Data Privacy.  Customer acknowledges that Sensus and its Affiliates (collectively, “Xylem”) will collect and process personal data for the purposes outlined in 

this Agreement.  Customer acknowledges that it has read and understood Xylem’s privacy policy and agrees to the use of personal data outlined therein.  The 
collection and use of personal data by Customer is Customer’s responsibility. 

H. Confidentiality.  Except as may be required under applicable law, specifically Chapter 119, Florida Statutes, or court order, or regulation, or to the extent 
required to perform and enforce this Agreement, both parties shall (and shall cause their employees and contractors to) keep all Confidential Information 
strictly confidential and shall not disclose it to any third party.  The Confidential Information may be transmitted orally, in writing, electronically or otherwise 
observed by either party. Specifically, pursuant to Florida Statute Sec. 119.0713(5)(a)3., all Customer Data is confidential and not subject to public disclosure 
until a bill is generated. Notwithstanding the foregoing, “Confidential Information” shall not include; (i) any information that is in the public domain other than 
due to Recipient’s breach of this Agreement; (ii) any information in the possession of the Recipient without restriction prior to disclosure by the Discloser; or (iii) 
any information independently developed by the Recipient without reliance on the information disclosed hereunder by the Discloser. “Discloser” means either 
party that discloses Confidential Information, and “Recipient” means either party that receives it. 

I. Compliance with Laws.  Customer and Sensus shall both comply with all applicable country, federal, state, and local laws and regulations, as set forth at the 
time of acceptance and as may be amended, changed, or supplemented.  Neither Customer or Sensus shall take any action or permit the taking of any action 
by a third party, which may render the other liable for a violation of applicable laws. 

i. Export Control Laws.  Customer shall; (i) comply with all applicable U.S. and local laws and regulations governing the use, export, import, re-export, and 
transfer of products, technology, and services; and (ii) obtain all required authorizations, permits, and licenses. Customer shall immediately notify Sensus, 
and immediately cease all activities with regards to the applicable transaction, if the Customer knows or has a reasonable suspicion that the equipment, 
software, or services provided hereunder may be directed to countries in violation of any export control laws. By ordering equipment, software or services, 
Customer certifies that it is not on any U.S. government export exclusion list. 

ii. Anti-Corruption Laws. Customer shall comply with the United States Foreign Corrupt Practices Act (FCPA), 15 U.S.C. §§ 78dd-1, et seq.; laws and 
regulations implementing the OECD’s Convention on Combating Bribery of Foreign Public Officials in International Business Transactions; the U.N. 
Convention Against Corruption; the Inter-American Convention Against Corruption; and any other applicable laws and regulations relating to anti-corruption 
in the Customer’s county or any country where performance of this Agreement, or delivery or use of equipment, software or services will occur. 

J. Non-Waiver of Rights.  A waiver by either party of any breach of this Agreement or the failure or delay of either party to enforce any of the articles or other 
provisions of this Agreement will not in any way affect, limit or waive that party’s right to enforce and compel strict compliance with the same or other articles or 
provisions. 

K. Assignment and Sub-contracting.  Either party may assign, transfer or delegate this Agreement with the other party’s consent, which shall not be 
unreasonably withheld; (i) to an Affiliate; (ii) as part of a merger; or (iii) to a purchaser of all or substantially all of its assets.  Apart from the foregoing, neither 
party may assign, transfer or delegate this Agreement without the prior written consent of the other, which consent shall not be unreasonably withheld.   

L. Amendments.  No alteration, amendment, or other modification shall be binding unless in writing and signed by both Customer and by a vice president (or 
higher) of Sensus. 

M. Governing Law and Dispute Resolution. The Agreement shall be interpreted and construed in accordance with, and governed by, the laws of the state of 
Florida. The parties agree that the exclusive venue for any lawsuit arising from, related to, or in connection with this Agreement shall be in the state courts of the 
Seventeenth Judicial Circuit in and for Broward County, Florida. If any claims arising from, related to, or in connection with this Agreement must be litigated in 
federal court, the parties agree that the exclusive venue for any such lawsuit shall be in the United States District Court or United States Bankruptcy Court for 
the Southern District of Florida.  BY ENTERING INTO THIS AGREEMENT, THE PARTIES HEREBY EXPRESSLY WAIVE ANY AND ALL RIGHTS EITHER 
PARTY MIGHT HAVE TO A TRIAL BY JURY OF ANY ISSUES RELATED TO THIS AGREEMENT.  IF A PARTY FAILS TO WITHDRAW A REQUEST FOR 
A JURY TRIAL IN A LAWSUIT ARISING OUT OF THIS AGREEMENT AFTER WRITTEN NOTICE BY THE OTHER PARTY OF VIOLATION OF THIS 
SECTION, THE PARTY MAKING THE REQUEST FOR JURY TRIAL SHALL BE LIABLE FOR THE REASONABLE ATTORNEYS' FEES AND COSTS OF 
THE OTHER PARTY IN CONTESTING THE REQUEST FOR JURY TRIAL, AND SUCH AMOUNTS SHALL BE AWARDED BY THE COURT IN 
ADJUDICATING THE MOTION. 

N. Survival.  The provisions of this Agreement that are applicable to circumstances arising after its termination or expiration shall survive such termination or 
expiration. 

O. Severability.  In the event any provision of this Agreement is held to be void, unlawful or otherwise unenforceable, that provision will be severed from the 
remainder of the Agreement and replaced automatically by a provision containing terms as nearly like the void, unlawful, or unenforceable provision as possible; 
and the Agreement, as so modified, will continue to be in full force and effect. 

P. Four Corners.  This written Agreement, including all of its exhibits, represents the entire understanding between and obligations of the parties and supersedes 
all prior understandings, agreements, negotiations, and proposals, whether written or oral, formal or informal between the parties.  Any additional writings shall 
not modify any limitations or remedies provided in the Agreement.  There are no other terms or conditions, oral, written, electronic or otherwise.  There are no 
implied obligations.  All obligations are specifically set forth in this Agreement.  Further, there are no representations that induced this Agreement that are not 
included in it.  The ONLY operative provisions are set forth in writing in this Agreement.  Without limiting the generality of the foregoing, no purchase order placed 
by or on behalf of Customer shall alter any of the terms of this Agreement.  The parties agree that such documents are for administrative purposes only, even if 
they have terms and conditions printed on them and even if and when they are accepted and/or processed by Sensus.  Any goods, software or services delivered 
or provided in anticipation of this Agreement (for e.g., as part of a pilot or because this Agreement has not yet been signed but the parties have begun the 
deployment) under purchase orders placed prior to the execution of this Agreement are governed by this Agreement upon its execution and it replaces and 
supersedes any such purchase orders. 

Q. Non-Discrimination.  The Contractor shall not discriminate against its employees based on the employee’s race, color, religion, gender, gender identity, gender 
expression, marital status, sexual orientation, national origin, age, disability, or any other protected classification as defined by applicable law. The Contractor 
certifies and represents that the Contractor offers the same health benefits to the domestic partners of its employees as are offered its employees' spouses or 
offers its employees the cash equivalent of such health benefits because it is unable to provide health benefits to its employees' domestic partners, and that the 
Contractor will comply with Section 2-187, Code of Ordinances of the City of Fort Lauderdale, Florida, (2023), as may be amended or revised, (“Section 2-187”), 
during the entire term of this Agreement. The Contractor certifies and represents that it will comply with Section 2-187, Code of Ordinances of the City of Fort 
Lauderdale, Florida (“Section 2-187”). The City may terminate this Agreement if the Contractor fails to comply with Section 2-187.The City may retain all monies 
due or to become due until the Contractor complies with Section 2-187. The Contractor may be subject to debarment or suspension proceedings. Such 
proceedings will be consistent with the procedures in Section 2-183 of the Code of Ordinances of the City of Fort Lauderdale, Florida. 

R. E-Verify.  Pursuant to Section 448.095, Florida Statutes (2023), as may be amended or revised, the Contractor and its subcontractors, if any, shall register with 
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and use the E-Verify system to electronically verify the employment eligibility of newly hired employees. 
i. The Contractor shall require each of its subcontractors, if any, to provide the Contractor with an affidavit stating that the subcontractor does not employ, 

contract with, or subcontract with an unauthorized alien. The Contractor shall maintain a copy of the subcontractor’s affidavit for the duration of this 
Agreement and in accordance with the public records requirements of this Agreement. 

ii. The City, the Contractor, or any subcontractor who has a good faith belief that a person or entity with which it is contracting has knowingly violated 
Subsection 448.09(1), Florida Statutes (2023), as may be amended or revised, shall terminate the contract with the person or entity. 

iii. The City, upon good faith belief that a subcontractor knowingly violated the provisions of Subsection 448.095(5), Florida Statutes (2023), as may be 
amended or revised, but that the Contractor otherwise complied with Subsection 448.095(5), Florida Statutes (2023), as may be amended or revised, shall 
promptly notify Contractor and order the Contractor to immediately terminate the contract with the subcontractor, and the Contractor shall comply with 
such order. 

iv. A contract terminated under Subparagraph 448.095(5)(c)1. or 2., Florida Statutes (2023), as may be amended or revised, is not a breach of contract and 
may not be considered as such. If the City terminates this Agreement under Paragraph 448.095(5)(c), Florida Statutes (2023), as may be amended or 
revised, the Contractor may not be awarded a public contract for at least one year after the date on which the Agreement was terminated.  

v. Contractor shall include in each of its subcontracts, if any, the requirements set forth in this Section, including this subparagraph, requiring any and all 
subcontractors, as defined in Subsection 448.095(1)(e), Florida Statutes (2023), as may be amended or revised, to include all of the requirements of this 
Section in their subcontracts. Contractor shall be responsible for compliance by any and all subcontractors, as defined in Subsection 448.095(1)(e), Florida 
Statutes (2023), as may be amended or revised, with the requirements of Section 448.095, Florida Statutes (2023), as may be amended or revised.  

S. Scrutinized Companies.  Prohibition Against Contracting With Scrutinized Companies: Subject to Odebrecht Construction, Inc., v. Prasad, 876 F.Supp.2d 1305 
(S.D. Fla. 2012), affirmed, Odebrecht Construction, Inc., v. Secretary, Florida Department of Transportation, 715 F.3d 1268 (11th Cir. 2013), with regard to the 
“Cuba Amendment,” the Contractor certifies that it is not on the Scrutinized Companies with Activities in Sudan List or the Scrutinized Companies with Activities 
in the Iran Petroleum Energy Sector List, and that it does not have direct business operations in Cuba or Syria, as provided in Section 287.135, Florida Statutes 
(2023), as may be amended or revised. The Contractor certifies that it is not on the Scrutinized Companies that Boycott Israel List created pursuant to Section 
215.4725, Florida Statutes (2023), as may be amended or revised, and that it is not engaged in a boycott of Israel. The City may terminate this Agreement at 
the City’s option if the Contractor is found to have submitted a false certification as provided under subsection (5) of Section 287.135, Florida Statutes (2023), 
as may be amended or revised, or been placed on the Scrutinized Companies with Activities in Sudan List or the Scrutinized Companies with Activities in the 
Iran Petroleum Energy Sector List or the Scrutinized Companies that Boycott Israel List created pursuant to Section 215.4725, Florida Statutes (2023), as may 
be amended or revised, or is engaged in a boycott of Israel or has been engaged in business operations in Cuba or Syria, as defined in Section 287.135, Florida 
Statutes (2023), as may be amended or revised.   

T. Public Records.   
i. IF THE CONTRACTOR HAS QUESTIONS REGARDING THE APPLICATION OF CHAPTER 119, FLORIDA STATUTES (2023), TO THE 

CONSULTANT’S DUTY TO PROVIDE PUBLIC RECORDS RELATING TO THIS AGREEMENT, CONTACT THE CUSTODIAN OF PUBLIC RECORDS 
AT CITY CLERK’S OFFICE, 1 EAST BROWARD BOULEVARD, SUITE 444,, FORT LAUDERDALE, FLORIDA 33301, PHONE: 954-828-5002, EMAIL: 
PRRCONTRACT@FORTLAUDERDALE.GOV.  

ii. Consultant shall: 
1. Keep and maintain public records required by the City in order to perform the Service. 
2. Upon request from the City’s custodian of public records, provide the City with a copy of the requested records or allow the records to be inspected 

or copied within a reasonable time at a cost that does not exceed the cost provided in Chapter 119, Florida Statutes (2023), as may be amended or 
revised, or as otherwise provided by law. 

3. Ensure that public records that are exempt or confidential and exempt from public records disclosure requirements are not disclosed except as 
authorized by law during the   Term of the Agreement.  

4. Upon completion of the Agreement, Contractor will transfer, at no cost to the City, all public records in possession of Contractor back to the City. 
Once Contractor transfers all public records to the City upon completion of this Agreement, Contractor shall destroy any duplicate public records 
that are exempt or confidential and exempt from public records disclosure requirements. If Contractor keeps and maintains public records upon 
completion of this Agreement, Contractor shall meet all applicable requirements for retaining public records. All records stored electronically must 
be provided to the City, upon request from the City’s custodian of public records, in a format that is compatible with the information technology 
systems of the City. 

U. Attorney Fees 
 
If City or Contractor incurs any expense in enforcing the terms of this Agreement through litigation, the prevailing party in that litigation shall be reimbursed for 
all such costs and expenses, including but not limited to court costs, and reasonable attorney fees incurred during litigation. 

 
7. Definitions. As used in this Agreement, the following terms shall have the following meanings:  

A. “Affiliate” of a party means any other entity controlling, controlled by, or under common control with such party, where “control” of an entity means the ownership, 
directly or indirectly, of 50% or more of either; (i) the shares or other equity in such entity; or (ii) the voting rights in such entity.  

B. “Confidential Information” means any and all non-public information of either party, including all technical information about either party’s products or services, 
pricing information, marketing and marketing plans, Customer’s End Users’ data, FlexNet System performance, FlexNet System architecture and design, FlexNet 
System software, other business and financial information of either party, and all trade secrets of either party, as may be limited or further defined under Florida 
Statutes (2023). Confidential Information also specifically includes all Customer Data that is not subject to public disclosure until a bill is generated pursuant to 
Sec. 119.0713(5)(a)3., Fla. Stat. (2023), as may be amended or revised. 

C. “End User” means any end user of electricity, water, and/or gas (as applicable) that pays Customer for the consumption of electricity, water, and/or gas, as 
applicable. 

D. “Field Devices” means the SmartPoint Modules . 
E. “FlexNet Base Station” identifies the Sensus manufactured device consisting of one transceiver, to be located on a tower that receives readings from the 

SmartPoint Modules (either directly or via an R100 unit) by radio frequency and passes those readings to the RNI by TCP/IP backhaul communication. For 
clarity, FlexNet Base Stations include Metro Base Stations. 

F. “FlexNet System” is comprised of the SmartPoint Modules, RF Field Equipment, Server Hardware, software licenses, Spectrum Lease, and other equipment 
provided to Customer hereunder.  The FlexNet System only includes the foregoing, as provided by Sensus.  The FlexNet System does not include goods, 
equipment, software, licenses or rights provided by a third party or parties to this Agreement. 
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G. “Force Majeure” means an event beyond a party’s reasonable control, including, without limitation, acts of God, hurricane, flood, volcano, tsunami, tornado, 
storm, tempest, mudslide, vandalism, illegal or unauthorized radio frequency interference, strikes, lockouts, or other industrial disturbances, unavailability of 
component parts of any goods provided hereunder, acts of public enemies, wars, blockades, insurrections, riots, epidemics, earthquakes, fires, restraints or 
prohibitions by any court, board, department, commission or agency of the United States or any States, any arrests and restraints, civil disturbances and 
explosion. 

H. “Hosted Software” means those items listed as an Application in Exhibit A. 
I. “In/Out Costs” means any costs and expenses incurred by Customer in transporting goods between its warehouse and its End User’s premises and any costs 

and expenses incurred by Customer in installing, uninstalling and removing goods. 
J. “Intellectual Property” means patents and patent applications, inventions (whether patentable or not), trademarks, service marks, trade dress, copyrights, trade 

secrets, know-how, data rights, specifications, drawings, designs, maskwork rights, moral rights, author’s rights, and other intellectual property rights, including 
any derivations and/or derivative works, as may exist now or hereafter come into existence, and all renewals and extensions thereof, regardless of whether any 
of such rights arise under the laws of the United States or of any other state, country or jurisdiction, any registrations or applications thereof, and all goodwill 
pertinent thereto. 

K. “LCM” identifies the load control modules. 
L. “Ongoing Fee” means the annual or monthly fees, as applicable, to be paid by Customer to Sensus’ authorized distributor during the Term of this Agreement. 
M. “Patches” means patches or other maintenance releases of the Software that correct processing errors and other faults and defects found previous versions of 

the Software.  For clarity, Patches are not Updates or Upgrades. 
N. “Permitted Use” means only for reading and analyzing data from Customer’s Field Devices in the Service Territory. The Permitted Use does not include reading 

third devices not provided by Sensus or reading Field Devices outside the Service Territory. 
O. “R100 Unit” identifies the Sensus standalone, mounted transceiver that takes the radio frequency readings from the SmartPoint Modules and relays them by 

radio frequency to the relevant FlexNet Base Station or directly to the RNI by TCP/IP backhaul communication, as the case may be. 
P. “Release” means both Updates and Upgrades. 
Q. “Remote Transceiver” identifies the Sensus standalone, mounted relay device that takes the radio frequency readings from the SmartPoint Modules and relays 

them directly to the RNI by TCP/IP backhaul communication. 
R. “RF Field Equipment” means, collectively, FlexNet Base Stations, R100 units (if any) and Remote Transceivers (if any). 
S. “RNI” identifies the regional network interfaces consisting of hardware and software used to gather, store, and report data collected by the FlexNet Base Stations 

from the SmartPoint Modules.  The RNI hardware specifications will be provided by Sensus upon written request from Customer. 
T. “RNI Software” identifies the Sensus proprietary software used in the RNI and any Patches, Updates, and Upgrades that are provided to Customer pursuant 

to the terms of this Agreement. 
U. “Service Territory” identifies the geographic area where Customer utilizes Sensus equipment to provide services to End Users as of the Effective Date.  This 

area will be described on the propagation study in the parties’ Spectrum Lease filing with the FCC. 
V. “Server Hardware” means the RNI hardware. 
W. “SmartPoint™ Modules” identifies the Sensus transmission devices installed on devices such as meters, distribution automation equipment and 

demand/response devices located at Customer’s End Users’ premises that communicate with the relevant devices and transmit those communications by radio 
frequency to the relevant piece of RF Field Equipment. 

X. “Software” means all the Sensus proprietary software provided pursuant to this Agreement, and any Patches, Updates, and Upgrades that are provided to 
Customer pursuant to the terms of this Agreement. The Software does not include any third-party software. 

Y. “Updates” means releases of the Software that constitute a minor improvement in functionality. 
Z. “Upgrades” means releases of the Software which constitute a significant improvement in functionality or architecture of the Software. 
AA. “WAN Backhaul” means the communication link between FlexNet Base Stations and Remote Transceivers and RNI. 
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Exhibit A 
Software 

 
Software as a Service 
1. Description of Services. 

This exhibit contains the details of the Software as a Service that Sensus shall provide to Customer if both; (i) pricing for the application of Software as a Service has 
been provided to the Customer; and (ii) the Customer is current in its payments to Sensus’ authorized distributor for such application of Software as a Service.  
A. Software as a Service Generally.  

Software as a Service is a managed service in which Sensus will be responsible for the day-to-day monitoring, maintenance, management, and supporting of 
Customer’s software applications. In a Software as a Service solution, Sensus owns all components of the solution (server hardware, storage, data center, 
network equipment, Sensus software, and all third-party software) required to run and operate the application. These software applications consist of the following 
(each an “Application”): 

●   Regional Network Interface (RNI) Software 
●   Sensus Analytics 

○   Enhanced Package 

The managed application systems consist of the hardware, Sensus Software, and other third-party software that is required to operate the software applications. 
Each Application will have a production, and Disaster Recovery (as described below) environment Sensus will manage the Applications by providing 24 x 7 x 
365 monitoring of the availability and performance of the Applications.  

B. Use of Software as a Service. Subject to the terms of this Agreement, Sensus shall make Software as a Service available to Customer to access and use 
solely for the Permitted Use and solely for so long as Customer is current in its payments to Sensus or its authorized distributor for Software as a Service. The 
Software as a Service term commences on the date that Sensus first makes Software as a Service available to Customer for use and ends upon the earlier of: 
(i) the expiration or termination of the Agreement; (ii) breach by Customer of this exhibit or the Agreement; or (iii) Customer’s termination of Software as a Service 
as set forth in paragraph (C) below.   

C. Termination of an Application.  Customer shall have the option at any time before the end of the Term to terminate any Application by giving Sensus 100) 
days prior written notice.  Such notice, once delivered to Sensus, is irrevocable.  Should Customer elect to terminate any Application, Customer acknowledges 
that; (a) Customer shall pay all applicable fees, including any unpaid Software as a Service fees due in the current calendar year plus a ten percent (10%) early 
termination fee, where such fee is calculated based on the annual Software as a Service fee due in the current calendar year; and (b) Software as a Service for 
such Application shall immediately cease. If Customer elects to terminate the RNI Application in the Software as a Service environment but does not terminate 
the Agreement generally, then upon delivery of the notice to Sensus, Customer shall purchase the necessary (a) RNI hardware from a third party and (b) RNI 
software license at Sensus' then-current pricing.  No portion of the Software as a Service fees shall be applied to the purchase of the RNI hardware or software 
license.  

D. Software as a Service means only the following services:  
i. Sensus will provide the use of required hardware, located at Sensus’ or a third-party’s data center facility (as determined by Sensus), that is necessary to 

operate the Application. 
ii. Sensus will provide production and disaster recovery environments for Application. 

iii. Sensus will provide patches, updates, and upgrades to latest Sensus Hosted Software release. 
iv. Sensus will configure and manage the equipment (server hardware, routers, switches, firewalls, etc.) in the data centers: 

(a) Network addresses and virtual private networks (VPN) 
(b) Standard time source (NTP or GPS) 
(c) Security access points 
(d) Respond to relevant alarms and notifications 

v. Capacity and performance management.  Sensus will: 
(a) Monitor capacity and performance of the Application server and software applications 24x7x365 using KPI metrics, thresholds, and alerts to 

proactively identify any potential issues related to system capacity and/or performance (i.e. database, backspool, logs, message broker storage, 
etc.) 

(b) If an issue is identified to have a potential impact to the system, Sensus will open an incident ticket and manage the ticket through resolution per 
Exhibit B, Technical Support. 

(c) Manage and maintain the performance of the server and perform any change or configuration to the server, in accordance to standard configuration 
and change management policies and procedures. 

(d) Manage and maintain the server storage capacity and performance of the Storage Area Network (SAN), in accordance to standard configuration 
and change management policies and procedures. 

(e) Exceptions may occur to the system that require Sensus to take immediate action to maintain the system capacity and performance levels, and 
Sensus has authority to make changes without Customer approval as needed, in accordance to standard configuration and change management 
policies and procedures. 

vi. Database management.  Sensus will: 
(a) Implement the data retention plan and policy and will provide the policy upon request. 
(b) Monitor space and capacity requirements. 
(c) Respond to database alarms and notifications. 
(d) Install database software upgrades and patches.  
(e) Perform routine database maintenance and cleanup of database to improve capacity and performance, such as rebuilding indexes, updating indexes, 

consistency checks, run SQL query/agent jobs, etc. 
vii. Incident and Problem Management.  Sensus will: 

(a) Proactively monitor managed systems (24x7x365) for key events and thresholds to proactively detect and identify incidents. 
(b) Respond to incidents and problems that may occur to the Application(s). 
(c) Maintain policies and procedures for responding to incidents and performing root cause analysis for ongoing problems.  
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(d) Correlate incidents and problems where applicable. 
(e) Sensus personnel will use the self-service portal to document and track incidents.  
(f) In the event that Sensus personnel is unable to resolve an issue, the issue will be escalated to the appropriate Subject Matter Expert (SME).   
(g) Maintain responsibility for managing incident and problems through resolution and will coordinate with Customer’s personnel and/or any required 

third-party vendor to resolve the issue. 
(h) Provide telephone support consistent with Exhibit B, Technical Support in the case of undetected events. 

viii. Security Management.  Sensus will: 
(a) Monitor the physical and cyber security of the server and Application(s) 24x7x365 to ensure system is highly secure in accordance with NIST Security 

Standards. 
(b) Perform active intrusion prevention and detection of the data center network and firewalls and monitor logs and alerts. 
(c) Conduct period penetration testing of the network and data center facilities. 
(d) Conduct monthly vulnerability scanning by both internal staff and external vendors. 
(e) Perform anti-virus and Malware patch management on all systems. 
(f) Install updates to virus protection software and related files (including virus signature files and similar files) on all servers from the update being 

generally available from the anti-virus software provider. 
(g) Respond to any potential threat found on the system and work to eliminate any virus or malware found. 
(h) Adhere to and submit certification to NERC/CIP Cyber Security standards. 
(i) Monitors industry regulation/standards regarding security – NERC, FERC, NIST, OpenSG, etc. through the dedicated Sensus security team. 
(j) Provide secure web portal access (SSL) to the Application(s). 

ix. Backup and Disaster Recovery Management.  Sensus will: 
(a) Perform daily backups of data providing one (1) year of history for auditing and restoration purposes. 
(b) Back-up and store data (on tapes or other storage media as appropriate) off-site to provide protection against disasters and to meet file recovery 

needs. 
(c) Conduct incremental and full back-ups to capture data, and changes to data, on the Application(s). 
(d) Replicate the Application(s) environments to a geographically separated data center location to provide a full disaster recovery environment for the 

Application production system. 
(e) Provide disaster recovery environment and perform fail-over to Disaster Recovery environment within forty-eight (48) hours of declared event. 
(f) Generate a report following each and any disaster measuring performance against the disaster recovery plan and identification of problem areas 

and plans for resolution. 
(g) Maintain a disaster recovery plan.  In the event of a disaster, Sensus shall provide the services in accordance with the disaster recovery plan. 
(h) In the case of a disaster and loss of access to or use of the Application, Sensus would use commercially reasonable efforts per the Recovery Time 

Objectives (RTO) and Recovery Point Objectives (RPO) specified herein to restore operations at the same location or at a backup location within 
forty-eight (48) hours.  

(i) The Application shall have a RTO of forty-eight (48) hours.   
(j) The RPO shall be a full recovery of the Application(s), with an RPO of one (1) hour, using no more than a twenty-four (24) hour old backup.  All 

meter-related data shall be pushed from each Base Station/TGB restoring the database to real-time minus external interfaced systems from the day 
prior.   

(k) Data from external interfaced systems shall be recreated within a forty-eight (48) hour period with the assistance of Customer personnel and staff, 
as needed. 

x. Configuration, Change, and Release Management.  Sensus will: 
(a) Coordinate and schedule all patches, updates, and upgrades to the Application(s) and other third-party applications with Customer’s personnel. 
(b) Perform software patches, updates, and/or upgrades to the Application(s) in a test environment to test the features/functionality of the new release 

along with coordination of Customer’s personnel, in accordance to standard configuration and change management policies and procedures. 
(c) Perform software patches, updates, and upgrades to all required third-party software applications (i.e. Microsoft® SQL server, Microsoft Windows 

Server, Red Hat Linux OS, and other third-party Software) to operate the Application(s) in a test environment along with coordination of Customer’s 
personnel, in accordance to standard configuration and change management policies and procedures. 

(d) Once Sensus and Customer have verified and signed off on change and release of the patch, update, and/or upgrade, Sensus will apply the 
appropriate patches, updates, and/or upgrades to the production environment, in accordance to standard configuration and change management 
policies and procedures.  

E. Customer: The Parties acknowledge and agree that the obligations of the “Customer” set forth below in this Section E will be assumed by CM pursuant to a 
separate agreement between CM and Sensus. Sensus acknowledges that the Customer will not be held responsible or liable to Sensus or any third party 
pursuant to this Section or any failure of Customer to comply therewith.  

i. Coordinate and schedule any changes submitted by Sensus to the system in accordance with standard configuration and change management procedures. 
ii. Participate in all required configuration and change management procedures. 

iii. Customer will log incidents related to the managed Application with Sensus personnel via email, web portal ticket entry, or phone call. 
iv. Responsible for periodic processing of accounts or readings (i.e., billing files) for Customer’s billing system for billing or other analysis purposes. 
v. Responsible for any field labor to troubleshoot any SmartPoint modules or smart meters in the field in populations that have been previously deployed and 

accepted. 
vi. First response labor to troubleshoot FlexNet Base Station, R100s, Remote Transceivers or other field network equipment. 

vii. Responsible for local area network configuration, management, and support. 
viii. Identify and research problems with meter reads and meter read performance. 

ix. Create and manage user accounts. 
x. Customize application configurations. 

xi. Support application users. 
xii. Investigate application operational issues (e.g., meter reads, reports, alarms, etc.). 
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xiii. Respond to alarms and notifications. 
xiv. Perform firmware upgrades over-the-air, or delegate and monitor field personnel for on-site upgrades with approval from Customer.   

F. Software as a Service does not include any of the following services:  
i. Parts or labor required to repair damage to any field network equipment that is the result of a Force Majeure event. 

 If an item is not listed in subparagraphs in item (D) above, such item is excluded from the Software as a Service and is subject to additional pricing. 
 
2. Further Agreements  
A. System Uptime Rate.  

i. Sensus  and shall manage and maintain the Application(s) on computers owned or controlled by Sensus (or its contractors) and shall provide Customer access 
to the managed Application(s) via internet or point to point connection (i.e., Managed-Access use), according to the terms below. Sensus endeavors to maintain 
an average System Uptime Rate equal to ninety-nine (99.0) per Month (as defined below).  The System Uptime Rate, cumulative across all Applications, shall 
be calculated as follows: 

System Uptime Rate =  100  x    (TMO – Total Non-Scheduled Downtime minutes in the Month)                
                                   TMO 

ii. Calculations 
a. Targeted Minutes of Operation or TMO means total minutes cumulative across all Applications in the applicable month minus the Scheduled 

Downtime in the Month.  
b. Scheduled Downtime means the number of minutes during the Month, as measured by Sensus, in which access to any Application is scheduled 

to be unavailable for use by Customer due to planned system maintenance.  Sensus shall provide Customer notice (via email or otherwise) at least 
seven (7) days in advance of commencement of the Scheduled Downtime.   

c. Non-Scheduled Downtime means the number of minutes during the Month, as measured by Sensus, in which access to any Application is 
unavailable for use by Customer due to reasons other than Scheduled Downtime or the Exceptions, as defined below (e.g., due to a need for 
unplanned maintenance or repair).   

iii. Exceptions. Exceptions mean the following events: 
•  Force Majeure  
•  Emergency Work, as defined below; and 
•  Lack of Internet Availability, as described below.   
a. Emergency Work.  In the event that Force Majeure, emergencies, dangerous conditions or other exceptional circumstances arise or continue during 

TMO, Sensus shall be entitled to take any actions that Sensus, in good faith, determines is necessary or advisable to prevent, remedy, mitigate, or 
otherwise address actual or potential harm, interruption, loss, threat, security or like concern to any of the Application(s) (“Emergency Work”).   Such 
Emergency Work may include, but is not limited to: analysis, testing, repair, maintenance, re-setting and other servicing of the hardware, cabling, 
networks, software and other devices, materials and systems through which access to and/or use of the Application(s) by the Customer is made 
available (the “Managed Systems”). Sensus shall endeavor to provide advance notice of such Emergency Work to Customer when practicable and 
possible. 

b. Lack of Internet Availability. Sensus shall not be responsible for any deterioration of performance attributable to latencies in the public internet or 
point-to-point network connection operated by a third party. Customer expressly acknowledges and agrees that Sensus does not and cannot control 
the flow of data to or from Sensus’ networks and other portions of the Internet, and that such flow depends in part on the performance of Internet 
services provided or controlled by third parties, and that at times, actions or inactions of such third parties can impair or disrupt data transmitted 
through, and/or Customer’s connections to, the Internet or point-to-point data connection (or portions thereof). Although Sensus will use commercially 
reasonable efforts to take actions Sensus may deem appropriate to mitigate the effects of any such events, Sensus cannot guarantee that such 
events will not occur. Accordingly, Sensus disclaims any and all liability resulting from or relating to such events. 

iv. System Availability. For each month that the System Uptime Rates for the production RNI falls below 99.0%, Sensus will issue Customer the following 
Service Level Credits:   

System Uptime Rate per calendar month Service Level Credit 

Less than 99.0% but at least 97.5% 5% of the monthly RNI SaaS Fees in which the service level default 
occurred (Note:  SaaS fees are pre-paid annually and for purposes 
of SLA Credits are computed on a monthly basis.)  

Less than 97.5% but at least 95.0% 10% of the monthly RNI SaaS Fees in which the service level 
default occurred 

Less than 95.0% 20% of the monthly RNI SaaS Fees in which the service level 
default occurred 

Service Level Credits for any single month shall not exceed 20% of the RNI SaaS Fee associated with the month in which the service level default occurred.  
Sensus records and data will be the sole basis for all Service Level Credit calculations and determinations, provided that such records and data must be 
made available to Customer for review and agreement by Customer.  To receive a Service Level Credit, Customer must issue a written request no later 
than ten (10) days after the Service Level Credit has accrued. Sensus will apply each valid Service Level Credit to the Customer’s invoice within 2 billing 
cycles after Sensus’ receipt of Customer’s request and confirmation of the failure to meet the applicable Service Level Credit.  Service Level Credits will 
not be payable for failures to meet the System Uptime Rate caused by any Exceptions. No Service Level Credit will apply if Customer is not current in its 
undisputed payment obligations under the Agreement.  Service Level Credits are exclusive of any applicable taxes charged to Customer or collected by 
Sensus.  Sensus shall not refund any unused Service Level Credits or pay cash to Customer for any unused Service Level Credits.  Any unused Service 
Level Credits at the time the Agreement terminates will be forever forfeited. THE SERVICE LEVEL CREDITS DESCRIBED IN THIS SECTION ARE THE 
SOLE AND EXCLUSIVE REMEDY FOR SENSUS’ FAILURE TO MEET THE SYSTEM UPTIME REQUIREMENT OR ANY DEFECTIVE SAAS 
PERFORMANCE.  IN NO EVENT SHALL THE AGGREGATE AMOUNT OF SERVICE LEVEL CREDITS IN ANY ANNUAL PERIOD EXCEED 20% OF 
THE ANNUAL RNI SAAS FEE. 
 

B. Data Center Site-Security.  Although Sensus may modify such security arrangements without consent or notice to Customer, Customer acknowledges the 
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following are the current arrangements regarding physical access to and support of the primary hardware components of the Managed Systems:  
i. The computer room(s) in which the hardware is installed is accessible only to authorized individuals. 

ii. Power infrastructure includes one or more uninterruptible power supply (UPS) devices and diesel generators or other alternative power for back-up 
electrical power.  

iii. Air-conditioning facilities (for humidity and temperature controls) are provided in or for such computer room(s) and can be monitored and adjusted for 
humidity and temperature settings and control. Such air systems are supported by redundant, back-up and/or switch-over environmental units.  

iv. Such electrical and A/C systems are monitored on an ongoing basis and personnel are available to respond to system emergencies (if any) in real time. 
v. Dry pipe pre-action fire detection and suppression systems are provided. 

vi. Data circuits are available via multiple providers and diverse paths, giving access redundancy. 
C. Responsibilities of Customer.  

i. Customer shall promptly pay all Software as a Service fees in accordance with the Florida Prompt Payment Act.   
ii. Customer may not (i) carelessly, knowingly, intentionally or maliciously threaten, disrupt, harm, abuse or interfere with the Application(s), Managed Systems 

or any of their functionality, performance, security or integrity, nor attempt to do so; (ii) impersonate any person or entity, including, but not limited to, 
Sensus, a Sensus employee or another user; or (iii) forge, falsify, disguise or otherwise manipulate any identification information associated with 
Customer’s access to or use of the Application(s).  

iii. The provisioning, compatibility, operation, security, support, and maintenance of Customer’s hardware and software (“Customer’s Systems”) is exclusively 
the responsibility of Customer. Customer is also responsible, in particular, for correctly configuring and maintaining (i) the desktop environment used by 
Customer to access the Application(s) managed by Sensus; and (ii) Customer’s network router and firewall, if applicable, to allow data to flow between 
the Customer’s Systems and Sensus’ Managed Systems in a secure manner via the public Internet.  

iv. Upon receiving the system administrator account from Sensus, Customer shall create username and passwords for each of Customer’s authorized users 
and complete the applicable Sensus registration process (Authorized Users). Such usernames and passwords will allow Authorized Users to access the 
Application(s). Customer shall be solely responsible for maintaining the security and confidentiality of each user ID and password pair associated with 
Customer’s account, and Sensus will not be liable for any loss, damage or liability arising from Customer’s account or any user ID and password pairs 
associated with Customer. Customer is fully responsible for all acts and omissions that occur through the use of Customer’s account and any user ID and 
password pairs. Customer agrees (i) not to allow anyone other than the Authorized Users to have any access to, or use of Customer’s account or any user 
ID and password pairs at any time; (ii) to notify Sensus immediately of any actual or suspected unauthorized use of Customer’s account or any of such 
user ID and password pairs, or any other breach or suspected breach of security, restricted use or confidentiality; and (iii) to take the Sensus-recommended 
steps to log out from and otherwise exit the Application(s) and Managed Systems at the end of each session. Customer agrees that Sensus shall be 
entitled to rely, without inquiry, on the validity of the user accessing the Application(s) application through Customer’s account, account ID, usernames or 
passwords. 

v. Customer shall be responsible for the day-to-day operations of the Application(s) and FlexNet System.  This includes, without limitation, (i) researching 
problems with meter reads and system performance, (ii) creating and managing user accounts, (iii) customizing application configurations, (iv) supporting 
application users, (v) investigating application operational issues, (vi) responding to alarms and notifications, and (vii) performing over-the-air commands 
(such as firmware updates or configuration changes). 

D. Software Solution Components. 
i. Description of Software Solutions. Sensus software consists of a core communication module and a set of applications.  Some applications are required 

to perform basic solution capabilities, other applications are optional and add additional capabilities and function to the overall solution.  As Customer’s 
business process expands and/or new Sensus offerings are made available, additional applications and functionality can dynamically be added to the 
solution, provided Customer purchases such additional applications. 

ii. Regional Network Interface. The Regional Network Interface (RNI) or Sensus head-end is the centralized intelligence of the FlexNet network; the RNI’s 
primary objective is to transfer endpoint (such as meters) data to the Customer and the advanced feature applications. The RNI is adaptable to Customer 
configurations by simultaneously supporting a wide range of FlexNet enabled endpoints; including but not limited to meters (electric, water, gas), street 
lighting, and Home Area Network devices. 
a. Core Package 

(i) Communication 
1. Manages all inbound and outbound traffic to and from endpoints 
2. Outbound routing optimization 
3. Route analyzer  
4. AES256 bit encryption of radio messages 
5. Reports and metric details of network performance and troubleshooting aids 
6. Management of RF equipment (base stations and endpoint radios) 

(ii) Data Collection 
1. Missing read management 
2. Management of duplicate reads 
3. 60-day temporary storage 

(iii) Application integration 
1. To Sensus Analytics applications 
2. Enable 3rd party application integration 
3. Batch CMEP file export 
4. Real-time access through MultiSpeak 

(iv) Endpoint Management 
1. Gas, water, electric, lighting concurrent support 
2. Remote configuration 
3. Remote firmware updates 
4. Reports, metrics and Troubleshooting 

(v) User Management 
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1. Secure access 
2. Password management 
3. Definable user roles 
4. User permissions to manage access to capabilities 

b. Integration of RNI. Sensus shall provide RNI integration support services to Customer only to the extent specifically provided below: 
(i) Sensus shall meet with the representative from the Customer’s system(s) targeted for integration to determine which integration method is 

appropriate (e.g., Multispeak, CMEP, etc.). 
1. In scope and included integration efforts: Provide the gateway URLs to the integrating system as needed, provide Customer with standard 

integration API documentation, validate and test that the correct Customer information is flowing into and/or out of the RNI. 
2. Out of scope and subject to additional charges: Modifications or extensions to the standard API provided by Sensus and any integration 

efforts not outlined above as in scope and included. 
(ii) Customer Responsibilities: 

1. Provide Sensus with information about the relevant information Customer wishes to transfer and integrate with the RNI. 
2. Establish the network and security required for the two systems to reasonably communicate. 
3. Verify integration to third-party system functionality is working as intended. 

(iii) If an item is not listed in subparagraph (i) above, such item is excluded from the integration of Sensus RNI Support and is subject to additional 
pricing. 

3. Sensus Analytics  
Sensus Analytics is a cloud-based solution and data platform that allows storage and retrieval of raw reads and data from other sources for analysis, exportation, and 
inquiry or reporting. The platform provides applications and reporting capabilities. 
 

A. Essential Package.  The Essential Package of the Sensus Analytics Application shall consist of the following modules: 
i. Device Access 

a. Allows search for meter details by using data imported from the billing system or the Sensus Device ID or AMI ID. 
b. Allows a view of the meter interval or register reads. 
c. Meter data is available to be copied, printed, or saved to certain user programs or file formats, specifically CSV, PDF, and Spreadsheet. 
d. Allows the current and historical data to be viewed. 
e. Allows the current usage to be compared to historical distribution averages. 

f. Allows the user to see the meter location on a map view. 
g. Allows notifications for an event on a single meter to be forwarded to a Customer employee. 
h. Allows details to be viewed about a meter – (dependent on the data integrated from other systems). 

ii. Meter Insight (provides the following) 
a. # of active meters. 
b. # of orphaned meters with drill down to the list of meters. 
c. # of inactive meters with usage drill down to the list of meters. 
d. # of stale meters with drill down to the list of meters. 
e. # of almost stale meters with drill down to the list of meters. 

f. # of meters where no read is available with drill down to the list of meters. 
g. # of meters with maximum threshold exceptions with drill down to the list of meters. 
h. # of meters with minimum threshold exceptions with drill down to the list of meters. 
i. # of unknown radios with drill down to the list of meters. 

iii. Report Access 
a. Allows the user to see meter alarms and choose a report from a list of standard reports. 
b. Master Route Register Reads:  Shows the latest reads for all meters within specified time window. 
c. Meter Route Intervals Reads:  Allows users to inspect intervals of a single meter over a period of time. 
d. Master Route No Readings:  List all meters that are active in the system but have not been sending reads within the specified time window. 
e. Consumption Report:  List meters’ consumption based on meter readings within the specified time window. 

f. Zero Consumption for Period:  List meters whose readings do not change over a period of time. 
g. Negative Consumption:  Shows the number of occurrences and readings of negative consumption for the last 24hr, 48hr and 72hr from the entered 

roll up date. 
h. High Low Exception Report:  Displays meters whose reads exceed minimum or/and maximum threshold, within a time range. 
i. Consumption vs Previous Reported Read:  Compares latest reading (from RNI) with last known read received from CIS. 
j. Consumption Exception 24-hour Report:  This report shows meters that satisfy these two conditions: (1) The daily average consumptions exceed 

entered daily consumption threshold; (2) The number of days when daily thresholds are exceeded are greater than the entered exception per day 
threshold. 

k. Endpoint Details:  Shows the current state of meters that are created within the specified time range. 
l. Orphaned Meters:  List meters that are marked as ‘orphaned’, which are created as of entered Created as of parameter.  
m. Billing Request Mismatch:  Displays meters in a billing request that have different AMR id with the ones sent by RNI. It also shows AMR id in billing 

request that have different meter Id in the RNI.  Users must enter which billing request file prior to running the report. 
n. All Alarms Report:  List all alarms occurred during a time window. Users can select which alarm to show. 

iv. Billing Access 
a. Initiate the creation of billing export files formatted to the import needs of the billing system. 
b. Receive billing request files from the billing system to identify what meters to include in the billing export file in the case where billing request file 

option is used.  
c. Provides a repository of past billing files that were either used for billing preparation or actually sent to the billing system. 
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d. Will store created billing files for a period of three years unless otherwise denoted. 
e. The system will allow creation of test files before export to the billing system. 

v. Billing Adaptor 
a. The underlying configurator and tools mapping the extraction of billing data to enable integration to the utility’s billing system. 

vi. Data Store 
a. Allows storage of meter reading data including Intervals, Registers, and Alarms to be stored. 
b. Stored data is available online for reports and analysis. 
c. Data will be retained for 3 years. Additional duration can be purchased. 

 
B. Enhanced Package.  The Enhanced Package shall consist of the modules listed above in the Essential Package, as well as the following additional modules:  

i. Alarm Insight 
a. Allows the user to summarize and filter alarms by a date range. 
b. Allows the user to review all alarm types on a single screen. 
c. The user can filter out the alarms not wanted on the screen. 
d. Alarm totals can be visualized. 
e. Adds a view of trending alarms over time. 

f. Click to drill down on an alarm to gain more information on specific events. 
g. Click to analyze a specific event on a particular device. 

ii. Alert Manager  
a. Allows creation of alert groups who will be notified when an alarm occurs. 
b. Users can manage alert groups by adding and removing group members. 
c. Allows selection of notification method for how end users in the group will be notified; email or SMS (text message). 
d. Allows creation of an alert from the available system events from smart points and assign to a group. 
e. Monitors the systems meters for events.  When an event is triggered, all users in the group will be notified. 

 
C. Integration of Sensus Analytics. Sensus shall provide integration support services to Customer only to the extent specifically provided below:  

i. Sensus shall provide Customer with a simple flat file specification known as VFlex for the integration of the Customer’s back-office system to the Sensus 
Analytics modules. The VFlex shall contain the following types of information:  Device ids, end users in the system, end user status, end user account 
information, end username, and other end user details. This flat file may be delimited or fixed width. Customer shall produce this file and transmit it to the 
FTP location designated by Sensus. When sent to the Sensus FTP servers, this file exchange will enable the system to become operational with the 
Customer’s systems.  Customer shall produce this file and transmit it to the FTP location designated by Sensus. Sensus will provide reasonable support 
to explain to Customer the required vs. optional fields that are in the specification, testing and validation of the file format and content. 

ii. In scope and included integration efforts: kick-off meeting to engage all required parties, mapping the Customer’s fields to the VFlex specification, validation 
of expected output, and a two (2) hour system review of Sensus Analytics application and integration with the Customer’s system (conducted remotely). 

iii. Out of scope and subject to additional charges will be the transformation of data where business logic including code must be written to modify the field 
content or format of the data to meet the VFlex specification.  

iv. Sensus’ integration services consist of four (4) hours of assistance (remote or on-site, as determined by Sensus).  If additional time is needed to complete 
the integration efforts, Sensus shall invoice Customer for additional fees on an actual time and materials basis.   

v. If an item is not listed in subparagraphs (i) or (ii) above, such item is excluded from the integration of Sensus Analytics Support and is subject 
to additional pricing. 

vi. Data Import.  The Sensus Analytics Application contains adapters for the import of data from; (a) Customer’s FlexNet System; and/or (b) AutoRead 
application for handheld and drive by systems, as applicable.   

vii. Customer Acknowledgements. 
a. Customer acknowledges that the Sensus Analytics Application provides up to fifty (50) user logins for Customer’s use. 
b. Customer acknowledges and agrees the Sensus Analytics Application is based upon the actual number of End Users within Customer’s Service 

Territory.  Pricing may increase if Customer’s Service Territory or actual number of End Users expands.  
c. Customer acknowledges that all data related to the Sensus Analytics Applications is geographically hosted within the United States of America. 

Customer accepts the geographic location of such hosting and indemnifies Sensus for any claims resulting therefrom.  
d. Customer acknowledges and agrees that the Intellectual Property provisions of this Agreement apply in all respects to Customer’s access to and 

use of the Sensus Analytics Applications.   
e. Customer is responsible for validating the data analyzed by the Sensus Analytics Applications.  Sensus makes no promises of improving Customer’s 

operations or saving Customer money, nor is Sensus liable for any damages resulting from decisions made by Customer related to Customer’s use 
of Sensus Analytics.  

 
4. Utility Data Lake. Subject to the terms of this Agreement, Sensus will make the Utility Data Lake (“UDL”) available to Customer to access and use solely for the 

Permitted Use and solely for so long as Customer is current in its payments to Sensus or its authorized distributor for Software as a Service. Sensus will configure 
and setup a site-to-site VPN to facilitate Customer’s direct access to the UDL. Customer must support the creation and configuration of a VPN endpoint within 
their network for the access to the UDL to be successful. Sensus shall provide up to three (3) years of FlexNet System data and scan up to five hundred (500) 
GB per month of FlexNet System data. If Customer exceeds the allotment of five hundred (500) GB per month of scanned data (regardless of the access method) 
an overage charge will be assessed to Customer and be payable according to the terms outlined by Sensus’ authorized distributor. Sensus will also provide 
Customer UDL training, which includes up to eight (8) hours of professional services consulting time.  

 
5. Third-Party Software. 

a. RedHat Linux. If Sensus is providing Customer with a license to use RedHat Linux Software, Customer agrees to the following: 
By entering into this Agreement, Customer agrees to abide by and to be legally bound by the terms and conditions of the Red Hat End User License 
Agreements identified below, each of which are incorporated into this Agreement by reference and are available at the websites identified below. 
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Please read the Red Hat End User License Agreements and incorporated references carefully. 
Subscription:                                          End User License Agreement: 
Red Hat Enterprise Linux                       http://www.redhat.com/licenses/rhel_rha_eula.html 
JBoss Enterprise Middleware                 http://www.redhat.com/licenses/jboss_eula.html 
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Exhibit B 
Technical Support 

1. Introduction 
Sensus Technical Services provides utility customers with a single point of contact for Tier 1 support of technical issues as well as any coordination of additional 
resources required to resolve the issue. Requests that require specialized skills are to be forwarded to a senior support engineer or Technical Advisor within the 
team for further analysis. If Technical Services has exhausted all troubleshooting efforts for the product type, the issue will escalate to the Engineering Support 
Team. Occasionally, on-site troubleshooting/analysis may be required. The preferred order of on-site support is: 
a) The Customer (for assistance with the easiest and lowest time-consuming activities such as power on/power off), billing and customer service questions. 
b) The local distributor. 
c) Sensus employees or contracted personnel, if required to fulfill a contract commitment. 

2. Support Categories 
2.1. General questions regarding functionality, use of product, how-to, and requests for assistance on Sensus AMR, AMI, RF Network Equipment, Metering 

Products, Sensus Lighting Control, and Demand Response Management System (FlexNet Home). 
2.2. Proactive reporting and resolution of problems. 
2.3. Reactive reporting to isolate, document, and solve reported hardware/software defects. 
2.4. Responding to service requests and product changes. 
2.5. Addressing customer inquiries with printed or electronic documentation, examples, or additional explanation/clarification. 

3. Support Hours 
3.1.   Standard Support Hours: Toll-free telephone support (1-800-638-3748 option #2) is available Monday thru Friday from 8:00 a.m. EST to 8:00 p.m. EST. After-

hours, holiday and weekend support for Severity 1 and Severity 2 issues is available by calling 1-800-638-3748, option #8.  
4. Support Procedures 

4.1. Customer identifies an issue or potential problem and calls Technical Services at 1-800-638-3748 Option #2. The Customer Service Associate or Technical 
Support Engineer will submit a SalesForce ticket. 

4.2. The Customer Service Associate or Technical Support Engineer will identify the caller name and utility by the assigned software serial number, city, and state 
based on where the call originated. The Customer Service Associate or Technical Support Engineer will require a brief description of the problem symptoms, or 
error messages depending on nature of the incident.  The nature of the problem and severity levels will be mutually agreed upon by both parties (either at the 
time the issue is entered or prior to upgrading or downgrading an existing issue) using the severity definitions below as a guideline. The severity level is then 
captured into SalesForce for ticket creation and resolution processing. Any time during the processing of this ticket, if the severity level is changed by Sensus, 
the customer will be updated. 
A. Severity Levels Description: 

Sev1 Customer’s production system is down. The system is unusable resulting in total disruption of work. No workaround is available and requires 
immediate attention. 
Example: Network mass outage, all reading collection devices inoperable, inoperable head end software (e.g., FlexWare, Sensus MDM). Not able to 
generate billing files. 
Sev2 Major system feature/function failure. Operations are severely restricted; there is a major disruption of work, no acceptable work-around is 
available, and failure requires immediate attention.  
Examples: Examples: Network equipment failure (e.g., FlexNet Echo, FlexNet Remote, Base Station transceiver, or VGB); inoperable reading devices 
(e.g., AR5500, VXU, VGB, or CommandLink); head end software application has important functionality not working and cannot create export file for 
billing system operations. 
Sev3  The system is usable and the issue doesn’t affect critical overall operation. 
Example: Minor network equipment failure (e.g., Echo/Remote false alarms or Base Station transceiver false alarms); head end software application 
operable but reports are not running properly, modification of view or some non-critical function of the software is not running. 

4.3. The Customer Service Associate or Technical Support Engineer identifies whether or not the customer is on support. If the customer is not on support, the 
customer is advised of the service options as well as any applicable charges that may be billed. 

4.4. Calls are placed in a queue from which they are accessible to Technical Support Engineers on a first-come-first-served basis. A 1st level Customer Service 
Associate may assist the customer, depending on the difficulty of the call and the representative’s technical knowledge. Technical Support Engineers (Tier 1 
support) typically respond/resolve the majority of calls based on their product knowledge and experience. A call history for the particular account is researched 
to note any existing pattern or if the call is a new report. This research provides the representative a basis and understanding of the account as well as any 
associated problems and/or resolutions that have been communicated. 
a. Technical Services confirms that there is an issue or problem that needs further analysis to determine its cause. The following information must be 

collected: a detailed description of the issue’s symptoms, details on the software/hardware product and version, a description of the environment in which 
the issue arises, and a list of any corrective action already taken. 

b. Technical Services will check the internal database and product defect tracking system, to see if reports of a similar problem exist, and if any working 
solutions were provided. If an existing resolution is found that will address the reported issue, it shall be communicated to the customer. Once it is confirmed 
that the issue has been resolved, the ticket is closed. 

c. If there is no known defect or support that defines the behavior, Technical Services will work with the customer to reproduce the issue. If the issue can be 
reproduced, either at the customer site or within support center test lab, Technical Services will escalate the ticket for further investigation / resolution. 

If the issue involves units that are considered to be defective with no known reason, the representative will open a Special Investigation RMA through the 
SalesForce system. If it is determined that a sample is required for further analysis, the customer will be provided with instructions that detail where to send the 
product sample(s) for a root cause analysis. Once it is determined that the issue cannot be resolved by Tier 1 resources, the ticket will be escalated to Tier 2 
support for confirmation/workarounds to resolve immediate issue. Technical Services will immediately contact the customer to advise of the escalation. The 
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response and escalation times are listed in Section 5. At this time, screen shots, log files, configuration files, and database backups will be created and 
attached to the ticket. 

5. Response and Resolution Targets. 
Sensus Technical Support will make every reasonable effort to meet the following response and resolution targets: 

Severity Standard Target 
Response Standard Target Resolution Resolution (one or more of the following) 

1 30 Minutes 

Immediately assign trained and qualified 
Services Staff to correct the error on an 
expedited basis. Provide ongoing 
communication on the status of a 
correction (24 hours). 

• Satisfactory workaround is provided. 
• Program patch is provided. 
• Fix incorporated into future release. 
• Fix or workaround incorporated into 

SalesForce Knowledge Base. 

2 4 hours 

Assign trained and qualified Services 
Staff to correct the error. Provide 
communication as updates occur (48 
hours). 

• Satisfactory workaround is provided. 
•  Program patch is provided. 
• Fix incorporated into future release. 
• Fix or workaround incorporated into 

SalesForce Knowledge Base. 

3 1 Business Day 30 business days 

• Answer to question is provided. 
• Satisfactory workaround is provided. 
• Fix or workaround incorporated into 

SalesForce Knowledge Base. 
• Fix incorporated into future release. 

6. Problem Escalation Process. 
6.1. If the normal support process does not produce the desired results, or if the severity has changed, the issue may be escalated as follows to a higher level of 

authority. 
6.1.1.1. Severity 1 issues are escalated by Sales or Technical Services to a Supervisor if not resolved within 2 hours; to the Manager level if not resolved 

within 4 hours; to the Director level if not resolved within the same business day; and to the VP level if not resolved within 24 hours. 
6.1.1.2. A customer may escalate an issue by calling 1-800-638-3748, Option 2. Please specify the SalesForce ticket number and the reason why the issue 

is being escalated. 
6.1.1.3. In the event that a customer is not satisfied with the level of support or continual problem with their products, they may escalate a given SalesForce 

ticket to Manager of Technical Services (1-800-638-3748, Option 2). 
7. General Support Provisions and Exclusions. 

7.1. Sensus provides online documentation for Sensus products, and all Sensus customers are provided access to this online database, which includes operation, 
configuration and technical manuals. The customer shall provide names and email accounts to Sensus so Sensus may provide access to the product 
documentation. 

7.2. Specialized support from Sensus is available on a fee basis to address support issues outside the scope of this support plan or if not covered under another 
specific contract or statement of work. For example: specialized systems integration services or out of warranty network equipment repair. 
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Exhibit C 
Go-Aigua End User License Agreement 

(Hosted SaaS Solution) 
 

1. Scope and Applicability.  

 
1.1 This End User License Agreement (“EULA”) between You and Xylem covers Your use of the Go-Aigua Software once selected in Exhibit I (hereinafter “Software”). 

This document also incorporates any Product Specific Terms that may apply to the Software. Definitions of capitalized terms are in Section 12 (Definitions).  

 
1.2 You agree to be bound by this EULA through:  

a. Your download, installation, or use of the Software; or  

b. Your express agreement to this EULA.  

 
2. Using the Software. 

 
2.1 Right to Access and Use.  

a. Subject to the terms and conditions of this EULA, and subject to the full and timely payment of all applicable fees owed to the Approved Source, Xylem 
grants to You and You hereby accept, a limited, a non-exclusive, non-transferable, right to access and use the Software and Documentation, both as 
acquired from an Approved Source, for Your direct benefit during the Usage Term, and as set out in Your Entitlement (collectively, the “Usage Rights”). 

b. You will use the Software only as permitted in this EULA.  Any additional or other use by You may require additional rights and the payment of additional 
fees. 

 
2.2 Use by Third Parties. You may permit Authorized Third Parties to exercise the Usage Rights on Your behalf, provided that You are responsible for:  

a. ensuring that such Authorized Third Parties comply with this EULA; and  

b. any breach of this EULA by such Authorized Third Parties.  

 
2.3 Beta and Trial Use. If Xylem grants You Usage Rights in the Software on a trial, evaluation, beta, or other free-of-charge basis (“Evaluation Software and 

Services”):  

a. You may only use the Evaluation Software and Services on a temporary basis for the period limited by the license key or specified by Xylem in writing. If 
there is no period identified, such use is limited to thirty (30) days after the Evaluation Software and Services are made available to You;  

b. If You fail to stop using and/or return the Evaluation Software and Services or the equipment on which it is authorized for use by the end of the trial period, 
You may be invoiced for its list price and agree to pay such invoice;  

c. Xylem, in its discretion, may stop providing the Evaluation Software and Services at any time, at which point You will no longer have access to any related 
data, information, and files and must immediately cease using the Software; and  

d. YOU ACCEPT THAT XYLEM DISCLAIMS ANY AND ALL LIABILITY THAT MAY ARISE FROM XYLEM’S DECISION TO STOP PROVIDING THE 
EVALUATION SOFTWARE AND SERVICES.  

e. The Evaluation Software and Services may not have been subject to usual testing and quality assurance processes and may contain bugs, errors, or other 
issues. Unless agreed in writing by Xylem, You will not put Evaluation Software and Services into production use. Xylem provides Evaluation Software 
and Services “AS-IS” without support or any express or implied warranty or indemnity for any problems or issues, and Xylem has no liability relating to 
Your use of the Evaluation Software and Services.  

 
2.4 Upgrades or Additional Copies of Software. You may only use Upgrades or additional copies of the Software beyond Your license Entitlement if You have:  

a. acquired such rights under a support agreement covering the Software; or  

b. purchased the right to use Upgrades or additional copies separately.  

 
2.5 Interoperability of Software. If required by law and upon Your request, Xylem will provide You with the information needed to achieve interoperability between 

the Software and another independently created program, provided You agree to provide Xylem with access to said program and agree to any additional terms 
reasonably required by Xylem. You will treat such information as Confidential Information. 

 
2.6 Subscription Renewal. Usage Rights in the Software acquired on a subscription basis will automatically renew for the renewal period indicated on the order You 

or the Xylem Partner placed with Xylem (“Renewal Term”) unless: 

a. You notify Your Approved Source in writing at least forty-five (45) days before the end of Your then-current Usage Term of Your intention not to renew; or  
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b. You or the Xylem Partner elect not to auto-renew at the time of the initial order placed with Xylem. Renewals are  subject to the availability of funds and 
contingent upon adequate budget allocations. 

Your Approved Source will notify You reasonably in advance of any Renewal Term if there are fee changes. The new fees will apply for the upcoming Renewal 
Term unless You or the Xylem Partner promptly notify Xylem in writing, before the renewal date, that You do not accept the fee changes. In that case, Your 
subscription will terminate at the end of the current Usage Term. 
 

2.7 Technical Support. Xylem will provide You with the technical support set forth in Exhibit II. 

 
3. Additional Conditions of Use.  

3.1 EULA Generally. You acknowledge and agree that this EULA does not grant You any rights with respect to the Software’s source code. Further, unless expressly 
agreed by Xylem, You may not:  

 
a. transfer, sell, sublicense, monetize or make the functionality of any Software available to any third party;  

b. use the Software on second hand or refurbished equipment not authorized by Xylem, or use Software licensed for a specific device on a different device 
(except as permitted under Xylem’s Software License Portability Policy);  

c. remove, modify, or conceal any product identification, copyright, proprietary, intellectual property notices or other marks;  

d. reverse engineer, decompile, decrypt, disassemble, modify, or make derivative works of the Software; or  

e. use Xylem Content other than as part of Your permitted use of the Software, such as user manuals, trainings, and screenshots. 

 

3.2 Protecting Account Access. You will keep all Xylem account information up to date, use reasonable means to protect Your account information, passwords and 
other login credentials, and promptly notify Xylem by sending written notice to security@idrica.com of any known or suspected unauthorized use of, or access to, 
Your account.  

 
3.3 Use with Third-Party Products. If You use the Software from the Approved Source with third-party products not authorized by Xylem, such use is at Your risk. 

You are responsible for complying with any third-party provider terms, including its privacy policy. Xylem does not provide support or guarantee ongoing integration 
support for products that are not a native part of the Software.  

  
4. Fees. This is an optional service.  All fees to be determined if and when a scope of work is defined and agreed upon between the parties for use of the Software. 

 
5. Confidential Information and Use of Data.  

5.1 Confidentiality.  

a. Recipient will hold in confidence and use no less than reasonable care to avoid disclosure of any Confidential Information, as may be defined by Florida 
law, to any third party, except for its employees, Affiliates and contractors who have a need to know (“Permitted Recipients”).  

b. Recipient:  

(1) must ensure that its Permitted Recipients are subject to written confidentiality obligations no less restrictive than the Recipient’s obligations under 
this EULA; and  

(2) is liable for any breach of this Section by its Permitted Recipients.  

c. Such nondisclosure obligations will not apply to information which:  

(1) is already in the possession of Recipient without confidentiality obligations, as established by documentary evidence, prior to disclosure to Recipient;  

(2) is public knowledge through no fault of Recipient; or  

(3) is independently developed by Recipient, as established by documentary evidence, without use of Confidential Information; or 

(4) is made available to Recipient on a non-confidential basis from a third-party source, provided that such third-party is not and was not prohibited from 
making such a disclosure of the Confidential Information to the Recipient.  

d. Subject to Florida Public Records law, Recipient may disclose Discloser’s Confidential Information if required under a regulation, law or court order provided 
that Recipient provides prior notice to Discloser (to the extent legally permissible) upon becoming aware of the need to make the disclosure and reasonably 
cooperates, at Discloser’s expense, regarding protective actions pursued by Discloser.  

e. Upon the reasonable request of Discloser, Recipient will either return, delete or destroy all Confidential Information of Discloser and certify the same, if 
permitted under Florida law.  
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5.2 How We Use Data. Xylem will access, process and use data in connection with Your use of the Software in accordance with applicable privacy and data protection 

laws. 

 
5.3 Notice and Consent. To the extent Your use of the Software requires it, You are responsible for providing notice to, and obtaining consents from, individuals 

regarding the collection, processing, transfer and storage of their data through Your use of the Software.  

 
6. Ownership.  

6.1 Unless agreed in writing, nothing in this EULA transfers ownership in, or grants any license to, any intellectual property rights. You retain any ownership of Your 
content and Xylem retains ownership of Xylem Content. Xylem may use any feedback You provide in connection with Your use of the Software in its business 
operations.  

 
7. Representations and Indemnity. 

7.1 Performance. Xylem represents that:  

a. for ninety (90) days from the Delivery Date, that, the Software will substantially comply with the Documentation. 

 
7.2 Malicious Code. Xylem represents that it will use commercially reasonable efforts to deliver the Software free of Malicious Code.  

 
7.3 Indemnity. Xylem agrees to indemnify and defend You and Your respective employees, officers, directors, agents, successors and assigns, from and against 

liability, loss, damage, and expenses (including without limitation reasonable attorneys’ fees) arising from or in connection with third-party claims or demands, 
allegations, or claims that the use of the Software by You infringes, misappropriates, or otherwise violates a third-party’s intellectual property or proprietary rights. 
Xylem’s indemnification obligations outlined in this provision do not apply to the extent the infringement or violation arises from Xylem’s compliance with particular 
requirements that You provided that in fact differ from Xylem’s standard specifications for the Software. Xylem shall undertake, at its expense, the defense of any 
such suit or proceeding using reputable counsel. If either party receives notice of an alleged infringement arising from the Software, or if Xylem reasonably believes 
that such a claim is likely, Xylem shall perform one of the following actions: (i) procure for You  the right to continue using the Software and using any results of 
the Software, (ii) modify the allegedly infringing Software so that such Software is no longer infringing, or (iii) replace the Software so that the Software becomes 
non-infringing; provided always that the modified or replaced Software does not modify or detract from agreed functionality. 

 
7.4 Qualifications.  

a. Sections 7.1 and 7.2 do not apply if the Software or the equipment on which it is authorized for use:  

(1) has been altered, except by Xylem or its authorized representative;  

(2) has been subjected to abnormal physical conditions, accident or negligence, or installation or use inconsistent with this EULA or Xylem’s instructions;  

(3) is acquired on a no charge, beta or evaluation basis;  

(4) is not a Xylem-branded product or service; or  

(5) has not been provided by an Approved Source.  

b. Upon Your prompt written notification to the Approved Source during the warranty period of Xylem’s breach of this Section 7.4, Your sole and exclusive 
remedy (unless otherwise required by law) is, at Xylem’s option, either: 

(1) repair or replacement of the applicable Software; or 

(2) a refund of the fees paid for the non-conforming Software. 

c. Where Xylem provides a refund of license fees for Software, You must return or destroy all copies of the applicable Software.  

d. Except as set out in this Section and to the extent permitted by law, Xylem expressly disclaims all warranties and conditions of any kind, 
express or implied, including without limitation any warranty, condition or other implied term as to merchantability, fitness for a particular 
purpose or non-infringement, or that the Software will be secure, uninterrupted or error-free.  

e. If You are a consumer, You may have legal rights in Your country of residence that prohibit the limitations set out in this Section from applying to You, 
and, to the extent prohibited, they will not apply.  

 
8. Liability.  

8.1 NEITHER PARTY WILL BE LIABLE FOR INDIRECT, INCIDENTAL, EXEMPLARY, SPECIAL OR CONSEQUENTIAL DAMAGES; LOSS OR CORRUPTION 
OF DATA OR INTERRUPTION OR LOSS OF BUSINESS; OR LOSS OF REVENUES, PROFITS, GOODWILL OR ANTICIPATED SALES OR SAVINGS. 
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8.2 THE MAXIMUM AGGREGATE LIABILITY OF XYLEM UNDER THIS EULA IS LIMITED TO THE FEES RECEIVED BY XYLEM FOR THE APPLICABLE 

SOFTWARE AND ATTRIBUTABLE TO THE 12-MONTH PERIOD IMMEDIATELY PRECEDING THE FIRST EVENT GIVING RISE TO SUCH LIABILITY. THE 
CITY’S LIABILITY LIMITS ARE ESTABLISHED UNDER FLORIDA STATUTES. 

 
8.3 Sections 8.1 and 8.2 do not apply to liability arising from:  

a. Your failure to pay all amounts due; or  

b. Your breach of Sections 2.1 (License and Right to Use), 3.1 (EULA Generally) or 11.7 (Export).  

 
8.4 This limitation of liability applies whether the claims are in warranty, contract, tort (including negligence), infringement, or otherwise, even if either party has been 

advised of the possibility of such damages. Nothing in this EULA limits or excludes any liability that cannot be limited or excluded under applicable law. This 
limitation of liability is cumulative and not per incident.  

9. Termination and Suspension.  

9.1 Suspension. Xylem may immediately suspend Your Usage Rights if You materially breach the EULA.   

 
9.2 Termination.  

a. If a party materially breaches this EULA and does not cure that breach within thirty (30) days after receipt of written notice of the breach, the non-breaching 
party may terminate this EULA for cause.  

b. Xylem may immediately terminate this EULA if You breach Sections 2.1 (License and Right to Use), 3.1 (EULA Generally), or 11.7 (Export).  

c. Upon termination of the EULA, You must stop using the Software and destroy any copies of Software and Confidential Information within Your control.  

d. Upon Xylem’s termination of this EULA for Your material breach. 

 
10. Verification. Reserved. 

 
11. General Provisions.  

11.1 Survival. Sections 3 (Additional Conditions of Use), 4 (Fees), 5 (Confidential Information and Use of Data), 6 (Ownership), 7 (Representations and Indemnity), 8 
(Liability), 10 (Verification) and 11 (General Provisions) survive termination or expiration of this EULA.  

 
11.2 Third-Party Beneficiaries. This EULA does not grant any right or cause of action to any third party.  

 
11.3 Assignment and Subcontracting. Except to an affiliate, provided the affiliate is not on the Florida Scrutinized Company list, neither party may assign or novate 

this EULA in whole or in part without the express written consent of the other party.  

 
11.4 Xylem Partner Transactions. If You purchase the Software from an Xylem Partner, the terms of this EULA apply to Your use of the Software and prevail over 

any inconsistent provisions in Your agreement with the Xylem Partner.  

 
11.5 Modifications to the EULA. Xylem may change this EULA or any of its components by updating this EULA at any time. Changes to the EULA apply to any 

Entitlements acquired or renewed after the date of modification.  

 
11.6 Compliance with Laws.  

a. General. Each party will comply with all applicable state and federal laws and regulations applicable to their respective obligations under this EULA. Xylem 
may restrict the availability of Software in any particular location or modify or discontinue features to comply with applicable laws and regulations.  

b. Data collection and transfer. If You use the Software in a location with local laws requiring a designated entity to be responsible for collection of data 
about individual end users and transfer of data outside of that jurisdiction (e.g., Russia and China), You acknowledge that You are the entity responsible 
for complying with such laws. 

  
11.7  Export. Xylem’s Software, products, technology and services (collectively the “Xylem Products”) may be subject to Spain or U.S. export control and sanctions 

laws. You acknowledge and agree to the applicability of and Your compliance with those laws, and You will not receive, use, transfer, export or re-export any 
Xylem Products in a way that would cause Xylem to violate those laws. You also agree to obtain any required licenses or authorizations.  
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11.8 Governing Law and Venue. The EULA shall be interpreted and construed in accordance with, and governed by, the laws of the state of Florida. The parties 
agree that the exclusive venue for any lawsuit arising from, related to, or in connection with this EULA shall be in the state courts of the Seventeenth Judicial 
Circuit in and for Broward County, Florida. If any claims arising from, related to, or in connection with this EULA must be litigated in federal court, the parties agree 
that the exclusive venue for any such lawsuit shall be in the United States District Court or United States Bankruptcy Court for the Southern District of Florida. BY 
ENTERING INTO THIS EULA, THE PARTIES HEREBY EXPRESSLY WAIVE ANY AND ALL RIGHTS EITHER PARTY MIGHT HAVE TO A TRIAL BY JURY OF 
ANY ISSUES RELATED TO THIS EULA.  IF A PARTY FAILS TO WITHDRAW A REQUEST FOR A JURY TRIAL IN A LAWSUIT ARISING OUT OF THIS 
AGREEMENT AFTER WRITTEN NOTICE BY THE OTHER PARTY OF VIOLATION OF THIS SECTION, THE PARTY MAKING THE REQUEST FOR JURY 
TRIAL SHALL BE LIABLE FOR THE REASONABLE ATTORNEYS' FEES AND COSTS OF THE OTHER PARTY IN CONTESTING THE REQUEST FOR JURY 
TRIAL, AND SUCH AMOUNTS SHALL BE AWARDED BY THE COURT IN ADJUDICATING THE MOTION. 

 
11.9 Notice. The parties designate as their respective domicile for the purpose of notifications the one stated at the head of this EULA, although they may modify it by 

means of a written notification sent to the other party in an irrefutable manner. Notifications shall always be made in writing and in an irrefutable manner. 

Notices to the City shall be sent to: 
 

Program Manager 
Public Works – Engineering 
City of Fort Lauderdale 
101 NE 3rd Avenue, Suite 2100 
Fort Lauderdale, FL 33301 

 
with copies to: 
City Manager 
101 NE 3rd Avenue, Suite 2100 
Fort Lauderdale, FL 33316 

 
City Attorney 
1 East Broward Boulevard 
Fort Lauderdale, FL 33301 

  
Notices to Xylem shall be sent to: 

 
Office of the General Counsel 
301 Water Street SE, Suite 200 
Washington, D.C. 10003 

 
11.10 Force Majeure. Except for payment obligations prevented by a financial system disruption, neither party will be responsible for failure to perform its obligations 

due to an event or circumstances beyond its reasonable control. 

 
11.11 No Waiver. Failure by either party to enforce any right under this EULA will not waive that right.  

 
11.12 Severability. If any portion of this EULA is not enforceable, it will not affect any other terms.  

 
11.13 Entire Agreement. This EULA is the complete agreement between You and Xylem regarding the subject matter of this EULA and supersedes all prior or 

contemporaneous communications, understandings or agreements (whether written or oral).  

 
11.14 Translations. Xylem may provide local language translations of this EULA in some locations. You agree those translations are provided for informational purposes 

only and if there is any inconsistency, the English version of this EULA will prevail.  

12. Definitions.  

“Affiliate(s)” means any corporation or company that directly or indirectly controls, or is controlled by, or is under common control with the relevant party, where 
“control” means to: (a) own more than 50% of the relevant party; or (b) be able to direct the affairs of the relevant party through any lawful means (e.g., a contract 
that allows control).  
 
“Approved Source” means Xylem or an Xylem Partner.  
 
“Authorized Third Parties” means Your Users, Your Affiliates, Your third-party service providers, and each of their respective Users, permitted to access and 
use the Software on Your behalf as part of Your Entitlement.  
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“Confidential Information” means non-public proprietary information of the disclosing party (“Discloser”) obtained by the receiving party (“Recipient”) in 
connection with this EULA, subject to the limitations of Florida Public Records law, which: 
a. is conspicuously marked as confidential or if verbally disclosed, is summarized in writing to the Recipient within 14 days and marked as confidential; or 

b. is information which by its nature should reasonably be considered confidential whether disclosed in writing or verbally, including but not limited to 
documents such as APIs, user manuals, trainings, and screenshots. 

 
"Delivery Date" means the date agreed upon in Your Entitlement, or if no date is agreed the earlier of the date Software is made available for download or 
installation, or the date that Xylem ships the tangible media containing the software. 
 
“Documentation” means the technical specifications and usage materials officially provided by Xylem specifying the functionalities and capabilities of the 
applicable Software. 
 
“Entitlement” means the specific metrics, duration, and quantity of Software You commit to acquire from an Approved Source through individual acquisitions or 
Your participation in a Xylem buying program.  
 
“Go-Aigua Software” means the Applications, including Upgrades, firmware, and applicable Documentation defined in Exhibit I.  
 
“Malicious Code” means code designed or intended to disable or impede the normal operation of, or provide unauthorized access to, networks, systems, 
Software other than as intended by Xylem.  
 
“Product Specific Terms” means additional product related terms applicable to specific Xylem Products. 

 
“SaaS” means a managed software as a service in which Xylem will be responsible for the day-to-day monitoring, maintenance, and management of certain 
software applications provided to You.  

 
“Upgrades” means minor release and only major release when where it is expressly agreed. 
 
“Usage Term” means the period commencing on the Delivery Date and continuing until expiration or termination of the Entitlement, during which period You 
have the right to use the applicable Software.  
 
“User” means the individuals (including contractors or employees) permitted to access and use the Software on Your behalf as part of Your Entitlement.  
 
“Xylem” “we” “our” or “us” means the applicable Affiliate(s) of Xylem Inc. 
 
“Xylem Content” means any: 
a. content or data provided by Xylem to You as part of Your use of the Software; and 

b. content or data that the Xylem generates or derives in connection with Your use of the Software. 

Xylem Content also includes geographic and domain information, rules, signatures, threat intelligence and data feeds and Xylem’s compilation of suspicious 
URLs.  
 
“Xylem Partner” means a reseller, distributor or systems integrator authorized by Xylem to sell the Software.  
“You” means the individual or legal entity acquiring Usage Rights in the Software. 
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EXHIBIT I: GO-AIGUA SOFTWARE  

 
 

1. Description of Software as a Service. 

 
This exhibit contains the details of the SaaS that Xylem shall provide to You if; (i) pricing for the application of SaaS has been provided to You; (ii) the application 
is selected with a checkmark below, and (iii) You are current in payments to the Approved Source for such selected application of SaaS. 
 
A. Software as a Service Generally.  

In a Software as a Service solution, Xylem owns all components of the solution (Infrastructure, Operative Systems, storage and all third-party software) 
required to run and operate the application. These software applications consist of the following (each an “Application”): 

 
1. Smart Water Engine: 

RPortal 
RDomain Master Data 
R Iot Core 
R Device Management 

2. Operational Intelligence: 

☐ Service Operations Center 
3. Drinking Water Apps: 

R Leak Detection 
☐ Meter Data Analytics 
☐ Meter Asset Mgm 
R Unified Network Management 
☐ Unified Plant Management 
☐ Network Real-Time Decision Support 

4. Wastewater Apps: 

☐ Real Time & What If Scenario 
R Clog Monitoring 
☐ SewerProtect 
R Unified Network Management 
☐ Sewer Tracker 
☐ Biological Monitoring 
☐ Unified Plant Management 
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EXHIBIT II: TECHNICAL SUPPORT 

1. Description of the Service 

 
The Technical Support Service aims to ensure that any incidents that users may encounter while using the solutions provided by Xylem are resolved as quickly as possible. 
The support and maintenance service are structured into two levels to ensure agility in the incident resolution process. These levels correspond to the different Specialist’s 
teams: 
 

- Level 1 or Customer Service: The team that is in contact with the users will register the ticket, in case it is not submitted through the ticketing tool. 
Additionally, they will perform an initial diagnosis, informing the user about the possible problem and the resolution timelines. This team is responsible for 
responding to customer inquiries within the agreed timeframe. In the case of incidents, they are responsible for detecting them, escalating them to the 
team responsible for resolving them. 

 
- Level 2/Level 3 or Specialist Teams: These are specialized teams responsible for resolving problems reported by users, according to their area of 

expertise. This level is composed of different teams or areas that are involved in the development and implementation process of Go-Aigua Software: 
analysts, data scientists, product development, implementation, infrastructure administrators, deployment, DevOps, etc. 

 
End users can refer to the provided manuals and other materials to address their queries. If they require additional support or encounter abnormal behaviour in the solution, 
they should report it to the key users of the client, if any. 
 
Key users will analyse the need and respond based on their knowledge of the application. If they cannot resolve the query or if there is an incident (abnormal behaviour of 
the solution), they should escalate the query or incident through any established channels. 
 
The Level 1 technician will analyse and diagnose the problem.  

• If more information is required in the ticket, it will be requested from the key user who reported it through the ticketing tool. If the user needs to be informed 
through another available communication channel, communication will take place through that channel. 

• Once the client has the necessary information, the Level 1 technician will either resolve the problem or escalate it to the specialist team. 

• Once the ticket has been resolved by Xylem (both by L1 and L2/L3), they will validate the solution and inform the key user who raised the ticket through the 
ticketing tool. 

 
The specialist team (L2/L3 teams) will analyse the escalated tickets and provide a solution. 
Once the ticket is resolved, the Level 1 team will validate the solution and send the resolution to the user who reported the ticket. 
 
2. Technical Support Organization 

 
The organization chart is a service-oriented chart in which a multidisciplinary team of Level 1 technicians will be responsible for addressing user needs. The team has 
extensive training in both technical competencies and skills to manage customer relationships in any situation and to communicate information clearly and effectively to all 
users. The Level 1 technicians available in the Customer Service team have extensive training in technical and functional competencies, both in the ITIL methodology and 
in the implemented solutions. This team works under the supervision of the Support Area Manager, who will always maintain direct contact with the client to provide the 
required information. 
 
3. Technical Support Process 

 
The Maintenance and Support service includes all the necessary software and maintenance operations for the proper functioning of the IT infrastructure covered by the 
service to be provided. These tasks are grouped into: 

- Operational Support 

- Corrective Maintenance 

- Evolutionary Maintenance 

- Preventive Maintenance 

 
The maintenance and operational support service does not include the following: 

- Support for any element unrelated to the IT infrastructure covered by the service. 

- Acquisition and purchase of hardware infrastructure elements. 

- Acquisition and purchase of software licenses. 

- Training services. 
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- Support services for operating system installations, installations, and configurations of third-party applications, operating system configurations, hardware 
configurations, network installations and configurations, equipment optimization, etc. 

 
Operational Support 
The support for the daily operation includes the resolution of queries or doubts made by the client regarding the operation of the software object of the service. The 
consultations should be specific, and in no case will they consist of training by phone, email or face-to-face. The client will use the communication mechanisms established 
in the service to inform Xylem of the query. 
 
Corrective Maintenance 
Corrective maintenance includes the necessary activities to resolve incidents or anomalies and ensure the proper functioning of the Go-Aigua software. 
 
Innovative Maintenance 
Evolutionary maintenance includes the activities necessary to incorporate new functionalities or improvements in the Go-Aigua software. These activities involve the release 
of Updates or Upgrades of the System by Xylem to the client. 
 
4. Communication Channels. 

 
The end user will have access to the Customer Service Portal so that they can register and manage their support requests. Additionally, there are other communication 
channels with the client, such as phone, Teams channel, email, or chat box, depends on the need of the client. The client should preferably submit their request through the 
Customer Service Portal, providing as much information as possible to enable a quick diagnosis of their query or incident. 
 
5. Service Location. 

 
The Technical Support Services may be provided at the client's premises, or at the premises of any of its respective collaborating companies or suppliers, as necessary. 
However, this service will retain full autonomy and organization, without implying the existence of any dependency or inclusion within the scope of the client's organization 
and management. 
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